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Terminal Services: From Ato Z

About this Guide

After working with Microsoft Terminal Services (and pretty much all the add-ons
available), answering thousands of questions on the subject at the Microsoft
public newsgroups and Experts-Exchange (where | go by the tsmvp alias),
myself and 2X decided to move ahead and publish this small, simple yet very
valuable guide about Terminal Services.

As the name implies, the idea is to cover pretty much everything you need to
know to properly deploy a terminal services based environment. Although there
may be different ways to do certain things | will cover in this guide, everything
here is based on my own experience in the field and all solutions described have
been tested and in production for many years for many of my own customers.
Again, they may not be the best or the ones by the book. But they do work and
they are stable indeed.

Introduction

As you can see | do not assume any previous knowledge of Terminal Services;
therefore we must explain a little bit about Terminal Services, how it works and
why it may help you.

Before you guys go ahead and email me, bashing this guide, | just want to clarify
a couple points. First of all this guide does not intend to be an in-depth book
about Terminal Services and how to do everything related to it; secondly it is not
meant to be 100% technical, written for people with years of experience with
Terminal Services.

This guide is for everyone out there considering a Terminal Services deployment,
but with no experience, or very little knowledge on the topic. It will lay down the
foundations to successfully deploy a terminal services environment, giving you a
solid understanding on how all this works which will help you immensely as you
progress with your Terminal Services skills.

What is it?

Terminal Services, as it is today, is an old technology wrapped in some new,
fancy wrapping paper.

Page 2 of 71



If you are old enough, or if you have read at some stage how computing
environments were back in the 60s, you probably heard the word ‘Mainframe’
and/or ‘Dumb Terminals’ (those almost like computers, with a green screen
terminal and a keyboard). The idea behind them was quite simple: one big box
(the mainframe) was responsible for running all the applications and processing
all the data at a central location. In order to run applications, users would connect
to the mainframe using the so-called ‘dumb terminals’. These had no local
processing power at all; they would simply send the keyboard entries back to the
mainframe and the mainframe would send back the screen updates. So although
users could ‘see’ their text based applications on their screen, everything was
actually happening at the mainframe.

Fig 1
Mainframes and dumb terminals

Fast forward to today’s environments and this whole ‘centralized computing
environment’, sometimes referred to as ‘Server Based Computing’, is back in full
swing but of course with a revamped interface. Exactly like in the 60s, today’s
server based computing environments centralizes all the applications and is
responsible for all the required processing power. As you can see the main
difference is simply the interface. Everything today relies on a GUI and a mouse
so the old ‘mainframe’ idea just got updated to do the same old tricks but using
today’s interfaces. Terminal Services is simply a Windows Server based
component (available on Windows 2000 Server and up) that delivers a unique
‘desktop-like’ environment to multiple users at the same time, all running off a
single server (or multiple servers for high availability purposes). The same old
tricks but with a couple updates.
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Fig 2
Today’s Server Based Computing GUI

Server based computing takes care of the processing required to run applications
and the applications themselves, allowing users to access these resources from
pretty much any device with little processing power and no applications installed
locally. Terminal Services is just the ‘Microsoft Windows’ way of doing that, giving
users the familiar look and feel they are used to.

Why TS?

The main question many people ask when they start researching about Terminal
Services is ‘Why TS?’. There are many reasons why a Terminal Services (when |
say ‘Terminal Services’ | mean server based computing in general — that idea of
a centralized location that runs your applications) solution is the way to go and
we will cover some of these here.

As with any other technology or solution, it is not perfect and more than that, not
recommended for everything. Based on my experience with it (over 13 years
now!) | can definitely say | can find a reason (or a need) for Terminal Services on
every single company out there. The key thing is to determine where TS would
work well and actually help your company.

Advantages of using Terminal Services::

- Centralized. When using TS, applications are all installed on the terminal
servers and not on every single PC in your company. This means if you
have 5 terminal servers (using current hardware and well behaved
applications, you can probably have 75 users per server, simultaneously)
and you are deploying something like SAP using it, you have only 5
machines to upgrade when a new SAP release comes out, instead of
upgrading 375 user PCs. Much easier to manage 5 boxes than 375.
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- Performance. Many applications out there work just great when you use
them on your LAN. With VPNs becoming more and more popular, users
can now connect to the office and work from home. Once you try to run
that application from your PC at home, over a much slower link
(remember, at the office you are connected probably at 100MBits or 1GBit
and at home you usually have a 2-7MBits high speed DSL or Cable),
performance will probably suck. If you try the same application over
Terminal Services it will be pretty much the same experience as if you
were sitting at the office. Remember that TS sends you the screen
updates only and not the whole data the application is actually using. That
data is transferred between the TS itself and your application back end.

- Extended lifecycle. As your applications now run on the Terminal
Servers, the client machine does not need to be upgraded often (as all the
hard work is done on the TS side), greatly reducing your costs on
hardware upgrades.

Of course not all applications will work well under Terminal Services. Some good
examples are graphic intensive applications (AutoCAD, Google Earth, 3D Studio,
etc), resource intensive ones (MathLab, etc) or applications that require some
local hardware to be present (i.e. applications that must deal with USB
peripherals that require drivers to be installed on the local PC).

But again, | am certain if you look around your company you will find a place for
Terminal Services. What about that old application you were considering
spending huge amounts of money to port to a web version? You can probably
have it running on TS and provide access to it from anywhere in the world! No
changes required!

The lesson to be learned here is simple: TS is not for everything and not for
everyone. But it can be an excellent tool and problem solver for many companies
out there. It is up to you to determine where it can help you.

Getting Started

Before we proceed with the ‘hands-on’ part of this guide | must clarify a couple
things. First of all this guide is all based on Windows Server 2003 technologies
(and not Windows Server 2008). Although this may not be the latest technology
out there and knowing you may be asking yourself why learn about Terminal
Services on Windows Server 2003 and not 2008, keep in mind that most, if not
all information you will read here applies to a Windows Server 2008 TS
deployment.
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Secondly | assume you have some knowledge of Windows Server in general
(Active Directory, Group Policies, etc). And finally, as mentioned before, you can
do many of the things described here in different ways, all leading to the same
results. This does not mean you are wrong and | am right or vice-versa. It just

means there are many ways to perform different tasks so just use the one you
feel more comfortable with.
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Environment

This guide is based on a Windows Server 2003 environment and for this test
environment all | used was two virtual machines (you can run these on VMWare
Server or Microsoft Virtual Server — both free products) running Windows Server
2003 SP1 Standard (you can use SP2, R2, etc).

The first virtual machine was setup to be a Domain Controller (with the usual
DNS, DHCP, etc) and we will not describe here how to setup a DC. This machine
will also be used as a simple file server with some file shares that we will need
for user home directories and profiles. The second box simply has Terminal
Services added (and we will show you how to add the Terminal Server role to a
Windows Server 2003 machine).

Active Directory Preparation

In most environments, when Terminal Services is deployed, settings that are
applied to the regular computers (i.e. desktop wallpapers, themes, ability to
shutdown the machine, etc) are usually not applied to the Terminal Servers. This
means a different set of rules should exist to deal only with the user experience
when connected to a terminal server and these rules may not be the same ones
that apply to the user regular machine (i.e. his desktop on his desk).

This guide assumes you have a properly configured and working Windows
Server 2003 Active Directory environment but as you will see many of the
concepts/ideas discussed will apply to pretty much any Active Directory version
(2000, 2003 or 2008).

We also assume you have rights to perform such changes on your Active
Directory. In case you do not have rights, you will need to discuss your
requirements with your administrator guys.

OUs

The first change is quite simple. You should create an Organizational Unit (OU)
where all your Terminal Servers will stay. To keep things easy to understand we
normally create an OU called ‘Terminal Servers’ and then move all the computer
objects (your TSs) to this OU, as seen below.
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:ﬂ fictive Direckary Users and Computer | Terminal Servers 1 objects

+-|_] Saved Queties MNarme | Type Descr
=I- 3 tsfactorylabs.local (8] T5FLABS-TS0L Camputer
+-|__] Builtin

__| Computers
F-{&h] Domain Controllers
+-|__] ForeignSecurityPrincipals
+-| | Users

| Terminal Servers

Fig 4
Active Directory Users and Computers, Terminal Servers OU

As you can see above | created the Terminal Servers OU (you can create it
anywhere you want; in my case | created it at the root level) and moved my
Terminal Server Computer Object (named TSFLABS-TS01) to it. To move
computer objects simply right-click them and select ‘Move’. Then browse to the
OU you just created and click ‘Ok’.

Profiles/Home Directories

For a single server environment this step may not be required but | do
recommend it as it will definitely help you when you decide to expand the
environment by adding more terminal servers to serve your users!

Usually users logging in to a computer network will get assigned what we call a
home directory. This is simply a unique location on the network where the user
can save his files (i.e. Word documents, Excel spreadsheets, etc) and folders
and most companies already have this set for its users so when they logon to
their PCs a network drive is mapped to that location (i.e., an H: drive).

A profile in the other hand is a collection of user settings/preferences that are
usually stored on the computer registry (some may be saved on files like
MyApp.INI). When the user has a need to logon to multiple computers, the only
way to make these preferences/settings follow the user is to save the profile to a
network location that all computers can see. This is what we call a roaming
profile.

As in our case users will be logging in on our terminal servers, we do not want
the ‘regular’ profile (i.e., the one they use to save their preferences/settings on
their Windows XP workstation) to be used for our terminal servers as these
machines will not even run the same OS as the users’ PCs! That is the reason
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why under Active Directory Users and Computers, if you look at the properties for
a user you will find a tab specifically for Terminal Services (Terminal Services
Profile):

acrisidl | ML | P L S T | L A Y T} L) B I =] L = B (Y L] | | g arnsgudri |

Remote contral Terminal Services Prafile l COM+

Uze thiz tab to configure the Terminal Services user profile. Settings in thiz
profile apply to Terminal Services.

Terminal Services zer Profile

Profile Path:
YWteflabz-doO1 \tzprofiles$htzusern

Terminal Services Home Faolder

(" Local path

(¢ Connect: H: T| To zflabz-dc01 \kzhomefhtzuger

| Dery this user permizsions ta log on to any Terminal Server

Fig 5
Active Directory Users and Computers, User Properties

What needs to be set here is the Terminal Services User Profile and the Terminal
Services Home Folder. Usually the home folder is already set on the ‘Profile’ tab
(right above the ‘Terminal Services Profile’ one). If you set it there, users will
always get their home drive mapped, regardless whether the user logs in to a
workstation or to a terminal server. And for this particular setting it is usually a
great idea that your users always get the same home directory regardless of
where they are logging in (so they can always find their files at the same place).
So if it is already set under the ‘Profile’ tab there is no need to set it again under
the ‘Terminal Services Profile’ tab.

A profile carries the user’s settings and preferences. We may not want certain
options on the user interface to be available when logging in to a terminal server.
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In this case you must set a profile path under the ‘Terminal Services Profile’ tab.
If you do not set it and you set one under the ‘Profile’ tab, it will be used for both
regular workstations and TSs what we do NOT want. For this reason make sure
you do set the ‘Terminal Services User Profile’ under the ‘Terminal Services
Profile’ tab.

This setting will also allow your users to have the same settings/preferences
regardless of the TS they are logging in to! Imagine having to setup Outlook
options and preferences every single time you logon to a new TS. So later on, if
you add a new terminal server to provide the same applications to your users,
nothing else needs to be done regarding their profiles.

The steps you need to follow to setup the home directories and profiles are:

1. Create two folders on a file server (preferably not a TS as if that TS is
down, all your shares will go down with it!) and share them with
meaningful names (one folder for the home directories, assuming you do
not have it already, and one for the terminal services profiles). In my
example | created the folders TSProfiles and TSHome and shared them
as TSProfiles$ and TSHome$. You must give your users enough rights to
these folders and to the share (this usually means ‘Read/Change’ to the
share and ‘Read&Execute/Write/List Contents for the Folder itself —

NTES).
) Back - ;i Search Folders > i)
Address | =g
Mame | Size | Type
__JDocuments and Setkings File Faolder
) Downloads File Faolder
__JProgram Files File Folder
TsHome File Folder
G TSProfiles | File Folder
) WIMD O S File Folder
__Jwrnpub File Folder

Fig 6

Folders for Home Directory and Profiles

2. Once the folders are shared, simply go to the user properties and set the
‘Terminal Services Profile Path’ (and if you did not set the Home Directory
anywhere else, set it under ‘Terminal Services Home Folder’) to point to
your file server TSProfiles$ share. In my case this will be \\tsflabs-
dc01\TSProfiles$\%username%. Note | am using the %username%
variable so it gets resolved to the correct username once you press click
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or Ok. For the Home Folder make sure you select ‘Connect’ and choose a
drive letter that does not conflict with any other drive mappings you may
have. And remember to point it to the TSHome$ share (in my example,
\\tsflabs-dcO0I\TSHome$\%username%).

tsuserl Properties 2 x|

Member Of l Dialin ] Ervironment ] Sezsions ]
General ] Addrezs ] Account ] Prafile ] Telephones ] Organization ]
Remate cantrol Terminal Services Profile l COM+ ]

Ize thiz tab to configure the Terminal Services user profile. Settingz in thiz
profile apply to Terminal Services.

Termminal Services User Prafile

Frofile Path:

Yuteflabs-do0 Seprofiles$hEuzernameX

Teminal Services Home Faolder

(" Local path |

¢ Connect: |H; v| To -del1 Mtshomeds Zuzername?

[ Deny this user permiszions ko lag on ta any Terminal Server

QK. Cancel Apply

Fig 7
Active Directory Users and Computers, User Properties, Terminal Services Profile tab

3. Once you set all the above, the first time a user logs in you will see folders
created under the TSHome$ and the TSProfiles$ for the user home
directory and for his profile. For the profile, by default, administrators do
NOT have rights to the folder. If you want administrators to have full rights
over the user profile folder you should set this in a group policy (do not
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worry about this right now; we will explain it in details later on this guide).
The setting you must enable is shown below (under Computer
Configuration | Administrative Templates | System | User Profiles. The
setting is ‘Add the Administrators security group to roaming user profiles).

"Hi Group Policy Object Editor -1o]x

Fle Action View Help

& DE B 2

Z§ Mew Group Policy Object [tsflabs-delL tsfactoryick o | [FSETINISFSE,
=8 Computer Configuration

-] Software Settings

p Add the Administrators security Setting | State
£-L] Windows Settings group to roaming user profiles 4 Do not check for user ownership of Roaming Profile Folders Mot canfigure
=] Administrative Templates | 4 Delete cached copies of roaming profiles Mot corfigure

-] indows Companents

=-[E3 System ’il D nok detect slow netwark connections Mot canfigure
3 User Profiles ’il Slow network connection timeout For user profiles Mot canfigure

(3 scripts % it For remote user profils Mat configure

1 Logon S Prompk user when slow Ink s detected Mok configure

[ Disk Quotas ’h Timeout For dislng boxes Mok configure
4[] et Logon “p Lag users off when roaming profils Fils Mok configure
(3 Graup Policy 24 Masimum retries to urload snd update user profils Hak configure

dd the Administrators security group o roaming User profiles
2 Prevent Roaming Profile changes from propagating to the server Mok configure
24 only allow local user profiles Hot configure
% Leave Windows Installer and Group Plicy Software Installation D... Mot canfigure

|__1 Remote Assistance
|1 System Restore
+- (] Error Reporting
[ Windows Fils Protection
[ Remote Procedure Call
Vs e

Fig 8
Policy settings to give administrators rights on the user profiles

Note: As you get more familiar with group policies, there are many
settings, including the TS Roaming Profile path that can be set using
Group Policies and not necessarily in the User properties on AD!

Groups

For this particular environment we are setting up we will create a group called
‘TS Users’ and add all the users we want to provide access to the TS here and a
group called ‘TS Servers’ and add all the TS computer objects to this group.
Simply launch ‘Active Directory Users and Computers’ and create these two
groups. Remember to add your users and your terminal servers to the respective
groups we just created. We will need these down the road!

That is all for Active Directory!

Terminal Services Licensing

| am sure that one of the most discussed topics on the Microsoft Public
Newsgroups or Experts-Exchange regarding Terminal Services is licensing. And
| can definitely see the reasons for that. Since TSE was out (remember, TSE is
the old Windows NT 4.0 Server, Terminal Server Edition) people did not
understand exactly how licensing worked. Then with Windows 2000 Microsoft not
only changed the licensing a little bit but also introduced licensing enforcement...
To make things even more confusing different licensing options were introduced
with Windows Server 2003 and old ones removed!
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Yes, it seems confusing but if you read this section carefully I am sure you will
understand how it works and will be able to figure out exactly what you need.

And before you ask me this question, Terminal Services is NOT a license saving
solution or miracle; although you are installing applications on the server itself
(i.e. Microsoft Office) what can mean a single machine (if you have a one server
TS environment), this does NOT mean you will need only one single application
license. Remember that multiple users will be able to access the application you
just installed and therefore you must have as many licenses as needed to be
legal. The savings you will have on a TS environment do NOT come from
software licensing.

Another key thing to keep in mind is what your application EULA says about
running it under Terminal Services. Certain applications may explicitly mention
that running them under Terminal Services violates its EULA. So make sure you
read the EULA for every single off-the-shelf application you intend to deploy
under Terminal Services and in case of doubt, contact the manufacturer.

Requirements

For each client connecting to a Windows Server 2003 Terminal Server (“TS"),
two licenses are required:

- Windows Server, Client Access License (CAL). A Windows Server
2003 Client Access License (CAL) is required for each user or device (or
combination of both) that accesses or uses the server software. The same
Windows Server 2003 Client Access License is used to access both
Windows Server 2003 and Windows Server 2003 R2 servers.

- Windows Server, Terminal Services Client Access License (TSCAL).
Terminal Server CALs are available in Per User/Per Device mode only. In
Per User or Per Device mode, a separate TS CAL is required for each
user or device that accesses or uses the server software on any server.
You may reassign a TS CAL from one device to another device, or from
one user to another user, provided the reassignment is made either (a)
permanently away from the one device or user or (b) temporarily to
accommodate the use of the TS CAL either by a loaner device, while a
permanent device is out of service, or by a temporary worker, while a
regular employee is absent. TS CALs are not available in Per Server
mode as Windows sessions are not allowed in Per Server mode.

As you can see above, you must have two licenses in place for each user
connecting to your TS: a CAL and a TSCAL. Usually the CAL is already in place
in your company (as you need these to access any Windows Server you may
have like a File Server, Print Server, etc) and are normally licensed per seat
(although you can indeed license per server). Check with your network
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administrator what licenses you have in your company and if they are per seat or
per server CALSs.

The TSCAL is needed by any device or user connecting to a terminal server,
regardless of the OS they have on their machine (i.e. Windows 2000
Professional, Windows XP Professional, Windows Vista, Mac OS X, Linux, etc).
If you are deploying a Windows 2000 Server Terminal Server then things are a
little different regarding the TSCALs. If your clients are Windows 2000
Professional or Windows XP Professional, no TSCALs are required. But in the
other hand there is no such thing as per user TSCAL... Well, sounds confusing?
Let's explain the differences between Per User and Per Device TSCALs and why
you should use one or the other.

Licensing Modes

With Windows Server 2003 Microsoft introduced Per User TSCALs and changed
their policy regarding which Operating Systems (OSs) required a TSCAL.

The difference between Per User and Per Device, and figuring out which one to
use, is easy to understand. As you know everyone or everything connecting to a
TS requires a license (TSCAL). The question you need to ask is if you have more
users than devices or the other way around.

For example, assuming you have 50 users in your company but they may access
the TS from their office computers (50, assuming you have one workstation per
user), their own laptops, their friends PCs, Internet Kiosks and so on it is easy to
see they will be accessing from multiple devices and the total number of devices
at the end will be higher than the number of users. If that is your case Per User
licensing is the way to go (as you will need less TSCALS).

In the other hand if you have only 25 computers in the office that your 50 users
share during two different shifts and you do not provide access to the TS from
anywhere else, it is clear you have fewer devices than users so it makes more
sense (financially) to have Per Device TSCALSs.

Another difference to consider is licensing enforcement. When the TS is set to
use Per Device licensing, this is actually enforced. Once a user connectsto a TS,
a temporary TSCAL is issued, valid for 90 days. After this license expires the TS
will try to get a permanent TSCAL from the licensing server and if such license is
not available the connection to the TS will be denied. When set to Per User
licensing, such enforcement does not happen and users will still be able to work
(meaning it is up to you to make sure you have enough licenses to be legal).

As you can see the best way to handle licensing is to determine before hand

what you have; more users or more devices. Once you know this, simply set the
TS to use such licensing option (we will show you how to do it).

Page 14 of 71



@ There is also a special license called ‘External Connector License’. This is

basically an unlimited license to be used for non-employee access (i.e. general
public, suppliers, partners, etc). If you are setting up your Terminal Services
environment for non-employee access, this may be the way to go.
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Licensing Server setup

Regardless of the licensing mode you choose, a Terminal Services Licensing
Server must be available on your environment, otherwise users may not be able
to logon to your TSs.

But before we go ahead and setup a licensing server, note that this will not
happen immediately; once terminal services is installed you have 120 days to
setup your licensing server and once this is done you have up to 90 days to add
any licenses to it (what you will need for sure if you choose ‘per device’ licensing;
Again, when selecting ‘per user’ licensing, of course you are required to have all
the licenses you need to be legal but licensing is NOT enforced in this case).

@ If you are not sure if TS is really the way to go in your particular case or if
you need per device or per user licensing, use the 120 days grace period and
wait to setup your licensing server; once that is done, you have another 90 days
to determine the best licensing mode and if TS is indeed the way to go.

As this is a Windows Server 2003 environment your licensing server must be
running on a Windows Server 2003 machine. If you still have Windows 2000
Server Terminal Servers still around, you can either use the new licensing server
running on 2003 to handle Windows 2000 TSCALs (and of course the 2003
TSCALS) or simply keep the existing 2000 licensing server and setup a new one
only for your 2003 Terminal Servers.

To install the licensing server on a Windows Server 2003 box follow these steps:
1. Logon to the machine as administrator and go to Control Panel |

Add/Remove Programs | Windows Components and select ‘Terminal
Server Licensing’ and click ‘Next'.

ﬂ
Windows Components Tl
“You can add or emove companents of Windows. @
To add or remove a component, click the checkbox. 4 shaded box means that only
part of the component will be installed. To see what's included in a component, click
Details
Components:
| Remate Installalion Services 20ME |
__@ Security Configuration ‘wizard 21MBE
5 Terminal Server 0.0HE
) |
Wl Temminal Server Licensing 09ME
&R 1NN SArvices 49 MR j
Description:  Includes Windaws Accessories and Utilities for your computer.
Total disk space required 4.3 MB Details...
Space available on disk: 3517.1 MB

<Back Hest > Concel | |

Fig. 9
Adding Terminal Server Licensing
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2. Now you must decide if your licensing server (LS) will be an Enterprise
License Server or a Domain License Server. The details on each are:

a. Enterprise License Server: first of all, an Enterprise LS cannot be
installed on a stand-alone server; it must be installed on a domain
controller or a member server in a domain. It is the right choice if
your network has several domains and you want to maintain a
single LS that will issue licenses to all TSs you may have on any
domain.

b. Domain License Server: you can install a Domain License Server
on a domain controller, a member server in a domain or a stand
alone server. If you want to maintain a separate LS for each
domain this is definitely the way to go.

| Windows Components Wizard |
Terminal Server Licensing Setup .
Provide the information needed to et up this computer as a license server. [@

Specity the role of the licenze server and the lacation of the licenze server database.

i ake this licenze server available to:

" %our domain or workgroup

Inztall icense server database at this location:

C:WWWIMDDWShS petemnm32WL S erver Browsze. ..

< Back | Mest > | Cancel

Fig. 10
Licensing Server Mode

Select the appropriate one for your environment and click ‘Next'.
You just installed your first licensing server! Now let’s activate it!

Activating your licensing server

Once your Licensing Server is installed and before adding any licenses we have
an extra task to do: activate the Terminal Server Licensing server.
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1. Click on Administrative Tools | Terminal Server Licensing. You should see
your licensing server listed as ‘Not Activated'.

T Terminal Server Licensing -0 x|

Action  Wew Help

Mame | Activation Status
(Al TsFLARS-DCO1 Mok activated

Fig. 11
Terminal Server Licensing

2. Right-click your LS and click ‘Activate Server’.

& Terminal Server Licensing -10] x|

Action  Wiew Help

Ackivation Status

Refresh
Refresh all

Install Licenses
Ackivate Server
Bdvanced 4
Properties

Help

Fig. 12
Terminal Server Licensing Activation

3. The Activation Wizard screen will show up. Simply click ‘Next’.
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Terminal Server License Server Activation ﬂ

Welcome to the Terminal Server
License Server Activation Wizard

The Terminal Server License Server must be activated with
Microsoft so that Terminal Server Client Access licenses can
be securely installed.

Licenze server activation imvolves the issuance of a digital
certificate from Microsoft to the license server.

Once license server activation iz completed successfully,
Temminal Server Client Access licenses can be installed and
deployed.

Terminal Servers will stop serving unlicensed clients after 120
days [90 for Windows 2000] if an activated license server is
ot located.

For more infarmation, read the T eminal Server Licensing
OWEMIEW,

Caneel

Fig. 13
Activation Wizard

4. Select the Activation Method and click ‘Next’.

Terminal Server License Seryer Acki

Connection method
Select the best activation method.

The activation method selected for license server activation will also be used to contact
the Clearinghouse when client access licenszes [Cals) are installed.

To change this setting after activation, select license server, click View and then click
Froperties.

Agctivation method:

Description: Thiz iz the recommended method. The license server will
automatically exchange the needed infarmation with the
Microzoft Clearinghouse over the [ntermet.

Requirements: The computer must be able to connect to the Internet using
a Secure Sockets Layer [S5L) connection.

< Back | Mest > | Cancel

Fig. 14
Activation Method
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5. In the following two screens, the Wizard will ask you some information (i.e.
name, company, etc). Only the information on the first screen is
mandatory. Type all that is required and click ‘Next’ on both screens.

Terminal Server License Server Activation Wizard

Company Information
Provide the requested company information.

Enter your name, company name and country information below.

Thiz information is required to proceed,

Firzt name:

LComparny:

Last name: I

=

Mame and company information iz uged only by Microzoft support professionals to help you
if you need assistance. Country is required to comply with United States export restrictions.
For more information, please see Microsoft's privacy statement.

Country or Begion:

< Back I Mest » I Cancel

Fig. 15
Activation Wizard - Mandatory Information

Terminal Server License Server Activation Wizard

Company Information
Pleaze enter thiz optional information.

E-mail:

DOrganizational unit:

Lty

State/province:

|
|
Company addiess: ’
|
|
|

Postal code:

If provided, the optional information entered on this page will only be used by Microsoft
support professionals to help you if you need assistance. For more information, please see
Microzoft's privacy statement.

< Back I Mext > I Cancel

Fig. 16
Activation Wizard — Optional Information
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6. If you see the following screen you are all set! In case there are any
problems, make sure you have an internet connection and that port 443 is
not blocked to the outside.

Terminal Server License Server Activation ﬂ

Completing the Terminal Server
License Server Activation Wizard

rou have completed the Terminal Server License Server
Activation Wizard,

Status:

Your icenze server has been successfully activated.
Toinstall client icenses now, click Mest.

To poztpone client license installation, clear the check box
below, and then click Finish.

[v Start Teminal 5erver Clisnt Licensing *wizard nowé

| Mext > | Cancel

Fig. 17
Successful Activation

Adding licenses

The next step is to add licenses. Depending on how you get your licenses and on
what agreement you may have in place with Microsoft, the actual licenses may
differ. In certain cases it may be a 25 character code or simply an agreement
number. Check with your company which agreement/licenses you have.

As an example, if you have a retail license pack, just follow these steps:

1. Launch Terminal Server Licensing. Your licensing server should be listed
as ‘Activated’.
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TE! Terminal Server Licensing -10] |

Action | Wiew  Help

EE' Al servers Mame | Activation Status
GETSFLABS-DCO1 Activated

Fig. 18
Terminal Server Licensing

2. Right-click your LS and select ‘Install Licenses’.

rE! Terminal Server Licensing -0l x|

Action  Wiew  Help

7 Al servers Ackivation Skatus

Refresh
Refresh al

Install Licenses
Achivate Server
Advanced 4
Properties

Help

Fig. 19
Installing TSCALs

3. The TSCAL Installation Wizard will come up.
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Terminal Serve stallation rd x|

Welcome to the Terminal Server
CAL Installation Wizard

‘four Temminal Server Licenze Server has been activated.

Thiz wizard will help you acquire and install Temninal Server
Client Access License tokens onto your Terminal Server
License Server.

ou will need pour license purchase infarmation [2.g. retail
licenze codes or volume license agreement numbers)
information] in arder to complete this wizard.

For mare information, read the Temminal 5 erver Licensing
DTS,

License server settings
Activated For: T5Factory Inc.
Installation method:  Automatic connection
Licensing Program: — License Pak [Retail Purchase)

To change settings, click the Cancel button, select the
licenze server, click View, and then click Properties.

Cancel

Fig. 20
Licensing Server Mode

4. Select your license program and click ‘Next’.

Terminal Server CAL Installation Wizard

Licensing program
Choose the appropriate license program.

Every Terminal Server Client muzt be licensed with a valid Terminal Server Client
Aocess Licenze. Please zelect the licensing program thraugh which vau have
purchazed your Teminal Server Client Access Licenzes.

Licenze Program: 3k [Retail Furci

Description: Thiz iz a licenze purchased in preset quantities through a
retail store or ather rezeller. The package may be labeled
"Microsoft Windows Client License Pak'.

Format and Location: The license code from inside the License Pak wil be
required. The licenze code is a sequence of five sete of five
alphanumeric characters.

Sample:

“Werify that vour licenze information iz similar to the zample before continuing.

< Back | Hest » | Cancel

Fig. 21
Licensing Server Mode

5. Depending on the program selected the wizard will ask you the product
code or license agreement number to proceed. Enter it and click ‘Next’.
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Terminal Server CAL Installation Wizard x|

License Code \%
Enter the license code found in your product packaging. @

Type in the license code for each license you have purchaszed, and press the Add
button after entering each license code. The format for the License code is 5 setz of &
alphanurmeric digits.

Enter License code;

l| — P
Ligense codes entered:
Licenze code | Status | Praduct Tupe
4| | i
Edt | Delte |

< Back I Mest » I Cancel |

Fig. 22
Entering the license code

6. As explained before, depending on what you select on the first screen you
may need to choose the licenses you want to install (i.e. Per Device
TSCALs for Windows Server 2003) and then proceed to the final step.
Once this is done your licenses will be shown on the Terminal Server
Licensing window.

‘B2 Terminal Server Licensing i ]

Action  Wiew Help

= ﬂ? all servers
=-§2 T3FLABS-DCN1

----- % Exisking windo

Fig. 23
Your license packs

Installing Windows Server 2003

Now that we have Active Directory all set for our users (well we will be dealing
with Group Policies later but home directories, roaming profiles, etc are done for
now) and an activated licensing server, the next logical step is to install our
terminal server.
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The installation itself is simply a standard Windows Server 2003 install; no
additional options are selected and there are no hidden tricks at all! Trust me on
that. Simply insert you Windows Server 2003 media on the server drive (or use
the .ISO file with a virtual machine for example) and perform a plain, basic
Windows Server installation. Once it finishes we will proceed with the terminal
services installation.

Adding Terminal Services

Once the installation is finished just follow these steps to install a terminal server:
1. Go to Control Panel | Add/Remove Programs | Windows Components and
select ‘Terminal Server’. Click ‘Next'.

Windows Components Wizard |
Windows Components pr—
rou can add or remove components of Windows. [@

To add ar remove a component, click the checkbox. A shaded bow means that anly
part of the component will be installed. To zee what's included in a component, click

Dietailz.

Components:
j_*_l Other Metwark. File and Print S ervices 00ME ﬂ
_@ Security Configuration *wizard 1E MB

Terminal Server 0.0 MB

_7} Terminal Server Licensing 0.7 MB
R INNI Servires 49MR T

Description:  Configures this computer to allow multiple users ta run one or more
applications remotely.

Tatal disk space required: 4.3 MB
Space avalable on digk: 4252 5 MB

< Back | Hewt » | Cancel ‘ |

Fig. 24
Adding Terminal Server

2. Read the note about Terminal Server and click ‘Next’.
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Windows Components Wizard x|

Temminal Server setup ]
V'ou chose toinstall Terminal Server on thiz computer [@

Thiz option inztalls Terminal Server, which configures the computer to run «
‘-'i"\, programs for multiple simultaneous users. Mote: By default only members of™ |

the local Administrators group will be able to connect to this Terminal

Server. Vou will need to add uzer accounts to the local Remote Desktop

Users group to allow users to connect ta thiz Terminal Server. Do not

inztall Terminal Server if vou only need Remote Desktop for administration,

which iz inztalled by default, and may be enabled by opening the Femate

tab of the System control panel applet and enabling remate conhections.

Program Installation: 1f you continue with thiz inztallation, programs that are
already installed on wour server will no longer wark, and will have to be
reinstalled. *r'ou must uze Add or Remove Programs in Control Panel
whenever you inztall programs to uze on a Teminal Server.

Licenzing: To continue using Terminal Server after an initial grace period J
w

< Back Cancel | |

Fig. 25
Information about Terminal Server

3. Now you must select the security mode for your Terminal Server. The
different here is simple to understand. When in ‘Full Security’ mode the TS
will deny access to certain folders and registry keys that usually will not be
used by a well written application or the most recent ones; the problem is
certain applications may not follow best practices and/or may be old. In
this case they may not work under TS if the security is set to ‘Full
Security’. As you can imagine the ‘Relaxed Security’ setting will allow
access to these resources and the application will probably work. Based
on that you may assume the best way is to set to ‘Relaxed Security’. Well
this is not the case. The best practice is to always set to ‘Full Security’ and
if you find an application that does not work, set this to ‘Relaxed Security’
and try the application again (you can change this setting at anytime by
launching TSCC.MSC on the TS and going to ‘Server Settings’ |
‘Permission Compatibility’). If it works, the issue is permissions related.
Set the server back to ‘Full Security’ and using tools like REGMON and
FILEMON (freeware from Microsoft) find which resources are being
denied and give users rights to these. This way you do not reduce security
on all levels but only on the specific ones required by your application.
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Windows Components Wizard

Terminal Server Setup
Select default permizzions for application compatibility.

Some applications require special access to system resources, such az the registy and
zyztern directaries, in order to wark correctly.

&+ IFu hy

Thiz option uses the latest Windows Server 2003 zecurity features and provides
the most zecure environment far pour Terminal Server. Howewer, some
applications that were dezigned to run on earlier platforms might nat run propery.
You can uze the Temminal Services Configuration tool ko relax security at any time
if this ophion proves to be too restrctive.

(" Relared Security

,fi\, Thiz option leszens many of the security enhancements in Windows Server
2003, Under thiz configuration, ugers have access to critical registry and system
file locations. This may be necessary in order ta run some applications that were
dezigned for earlier platforms.

< Back | MNest > | Cancel

Fig. 26
Terminal Services Security

4. Now you need to specify the licensing server to be used. As we already
installed our licensing server simply type the licensing server name (or IP
address) and click the ‘Check Names’ button. If you see a message
saying ‘License Server Names are valid’ you are ok to proceed. Otherwise
check your licensing server and make sure it is installed, up and running.
Then click ‘Next'.
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Windows Components Wizard

Terminal Server Setup

A findows Server 2003 Terminal Server license server is required. You can
zpecify the license server now or within 120 days.

Important: Thiz Terminal Serer muzt connect to a Windows Server 2003 Terminal
Server licensze zerver within 120 days to enzure continued functionality.

(* Ize these license servers:

Check Mames

Separate license server names with commas.
Example: Server], Server? example.com, 192.168.1.1

" Usze automatically dizcovered license servers

" | will zpecify a licenze server within 120 days

¢ Back | Mest = | Cancel

Fig. 27
Defining the licensing server

5. Based on what you learned previously regarding TS licensing modes
choose the best option for your particular case and click ‘Next’.

Windows Components Wizard

Teminal Server Setup
Specify the licenzing mode that wou want thiz Terminal Server to uze.

You can configure the licenzing mode on a Terminal Server az Per Device or Per Uzer,

Important: The licenzing mode on thiz Terminal Server muzt match the twpes of Terminal

Server client access licenzes [CaLls] installed on the Teminal Server license server that
thiz computer uses.

" Per Device licensing mode
Each device connecting bo thiz Terminal Server requires a Cal.
" Per User licensing mode

Each uzer connecting to thiz Terminal Server requires a CAL.

£ Back Caricel

Fig. 28
Choosing the TS licensing mode
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6. Just point to the media location where your Windows Server 2003 media
is if asked and after retrieving all the required files you will be done! Just
click ‘Finish’ to continue. The wizard will ask you to restart the server.
Click ‘Yes’ and the server will restart. Congratulations, you just installed
your first terminal server.

Allowing User Access to your Terminal Server

The next step is to install your applications. But before doing this you must add
the ‘TS Users’ group we created a couple pages back to the ‘Remote Desktop
Users’ local group on the TS. This will allow users on the ‘TS Users’ group to
logon to your terminal server.

The required steps are:

1. Log on to your terminal server using an account with administrative rights.

2. Right click ‘My Computer’ and select ‘Manage’.

3. Under ‘System Tools’ | ‘Local Users and Groups’ | ‘Groups’, double-click
‘Remote Desktop Users'.

Etomputer Management -0 ﬂ
m) Fle Action  View Window Help o =] |
& X R 2
EJ, Computer Management (Local) Mame | Description |
|-y, System Tools gndministrators Administrators have complete and . ..
+]-{] Event Viewer gBackup Operatars Backup Operators can averride secu...
* § Shared Folders gDistributed COM Users Members are alowed ta launch, acti. ..
=1 Local Users and Groups gGuests Guests have the same access as me...
L3 Users gNetwork Configuration ... Members in this group can have som...
= (Groups gperFormance Log Users Members of this group have remate ...
+ ﬁ Performance Logs and Alert: . .
), Device Manager gperFormance Monitor U...  Members of this group have remate ...
- 3 ;_Mtv;rage gpower Lsers Power Users possess most administr. ..
7123 Removable Storage gPrint Operatars Members can administer domain prin,..
Ty Disk Defragmenter L #4Remote Deskbop Users Members in this group are grantedt, .,
Diisk, Maniagement gReplicator Supports file replication in & domain
+- (84 Services and Applications gUsers Users are prevented from making ac...
gHeIpServicesGroup Group for the Help and Support Center
gTeInetCIients Merbers of this group have access k...
< | ]
Fig. 29

‘Remote Desktop Users’ Group

4. Click ‘Add’ and add the ‘TS Users’ group that you created at the beginning
of this guide.
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Remote Desktop Users Propertie 2 x|

General l

g Remaote Desktop Users

Diezcription: bers in thiz group are granted the right to logon remately

Members:
ﬁ TSFACTORYLABSATS Users

N

Ok | Cancel Apply

Fig. 30
Adding the ‘TS Users’ group to the ‘Remote Desktop Users’ local one

5. Just click ‘Ok’ and you are all set.

Installing Applications

If you have followed all the steps explained on the previous sections, by now you
should have a working TS and users on the ‘TS Users’ group should be able to
logon to it remotely. Well not really as | did not explain how to access the TS yet.

And assuming you have a purpose for your TS, there is a big chance you are
setting all this up to provide users access to one or more applications either at
the office or from home. If this is indeed the case we must go ahead and install
applications. The main point here is very simple to understand: in a way TS is no
different than any other regular PC and therefore installing applications is not
really rocket science. But given the way TS works, there are some small
differences that you must pay attention to. By following these simple rules (and
understanding them) will save you time and headaches with TS in the future.

Basic Concepts

TS works as a multiuser ‘workstation’; multiple users, at the same time, logon to
the TS and run applications. This may introduce a problem with these
applications as in many cases they were not developed with TS in mind
(meaning multiple instances of the application, running under different user
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accounts, at the SAME time on the SAME machine). To alleviate such problem,
TS has something called ‘Install Mode'.

This mode is triggered when you install applications using Control Panel |
Add/Remove Programs or if you open a command prompt and type CHANGE
USER /INSTALL before installing the application. When this mode is triggered,
the TS will track all registry entries and files created by the application to
determine what users need to run it, on a per-user basis (i.e. if an application
uses a .INI file under \Windows, the TS will copy such file under the user profile
so each user has its own, unique .INI file).

@ When installing an application, if the application asks you for a reboot, do
NOT reboot the server until you put the server back in EXECUTE mode. If using
the command prompt you can trigger this mode by typing CHANGE USER
/EXECUTE; when using Control Panel | Add/Remove Programs, simply choose
not to reboot the server and click ‘Next’ on the wizard that will show up when
installing applications. Just as a side note, all the information recorded when
installing an application in install mode is  stored under
HKLM\Software\Microsoft\Windows NT\Current Version\Terminal Server\Install.

This is the main reason why it is very important to install applications using
Control Panel | Add/Remove Programs is to allow the TS to track whatever is
needed to make the application multiuser aware. If you follow this simple rule you
will avoid a lot of issues with your TS setup.

Application Control

Now that you have applications installed on your terminal server, how do you
control access to them? How to make sure users do not run applications they do
not have rights to? That is exactly what Application Control means. Giving
access to the right applications to the right users.

@ One of the steps usually required to do this is to use Group Policies to
redirect certain folders (i.e. Start Menu) on the system to a network location. As
this we will be covering this later on this guide, all group policies related steps will
have to wait for now.

| am assuming at this stage that your users will be connecting to the TS and they
will be presented with a Windows Server 2003 desktop. Once that is in place
users will then go to the Start Menu to launch the applications they have access
to.

The first step | usually recommend is to create application groups on AD (i.e. MS

Office Pro, MS Office Std, SAP7, MS Project, etc) and also language groups (if
you will be using MUI to deliver different languages for the TS desktop, all
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coming from the same TS; in this case create groups like TS English Users, TS
French Users, etc).

Some people prefer to create department groups instead (i.e. TS Finance, TS
Sales, TS Engineering, etc). Choose whatever you think works best for you.
Here, there is no right or wrong way of doing things: both will achieve the same
results but one may be easier or make more sense for your particular needs.

The idea here is very simple. Once you have these groups, the first step is to
assign NTFS permissions to the application executables only to the groups that
need access to that particular application (i.e. assign read/execute rights to the
WINWORD.EXE file only to the MS Office Pro and MS Office Std groups; this
way if someone is not on this group they will not be able to launch such
executables). There are several ways to do this. There is always the manual
way, that works well if you have one or two TSs. As these are really permissions
being assigned to groups, you can easily script something that will use
CACLS.EXE or XCACLS.VBS to set these. For more information please check
this article:

How to use Xcacls.vbs to modify NTFS permissions
http://support.microsoft.com/kb/825751

The second step of course is to change the start menu based on the group
membership so users will only see the applications they have access to.

If you follow these two simple steps you will end up with a well setup TS that will
save you a lot of troubles down the road.

Application Troubleshooting

If you have made it this far, by now you should have at least one working TS,
with applications locked down to run only by users that have access to them.

The next step is to understand what can go wrong with applications in a TS
environment and where to look at when issues arise. This section will not make
you an application expert but will give you a very good understanding on how to
find issues on a TS environment and how to fix these.

You may think there is a lot to be covered here. Nope, that is not the case. TS is
in a way, extremely simple and once you get the hang of troubleshooting
applications you will notice how simple (not to mention repetitive) these steps
arel

Tools
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Application issues in TS are usually related to permissions. The typical example
is an application that works when you logon as administrator but does NOT work
when you logon as a regular user. Before we take a look at the tools you need to
find where the problem is, let me refresh your memory with one simple thing. Do
you remember when installing the TS, the step where it asked you if the TS was
supposed to be in ‘Full Security’ or ‘Relaxed Security’? If you do remember, this
is the first, simple step you can take in this case.

If the TS is set to ‘Full Security’, launch TSCC.MSC on it and change it to
‘Relaxed Security’ and then ask the user to logon and try running the application
again. If it works you know for sure it is permissions related. And that is when the
right tools come to the picture.

This is the basic toolbox you should have to troubleshoot applications under TS
and | will briefly explain each and how to use them.

REGMON: a simple and powerful tool that monitors everything that is going on in
the registry (reads, writes, etc) and the results of such actions. For example if an
application is trying to read a registry key and the user has no access to it you
will see an ‘ACCESS_DENIED’ message on the regmon log. You can download
it here:
http://www.microsoft.com/technet/sysinternals/processesandthreads/regmon.msp
X

FILEMON: the file system equivalent of Regmon. Every time something
accesses the file system Filemon will show that and the result. If an application is
trying to read a file the user has no access to, an ‘ACCESS_DENIED’ message
will be shown in the logs. You can download it here:
http://technet.microsoft.com/en-us/sysinternals/bb896642.aspx

@ Regmon and Filemon were combined into a single tool, now called Process
Monitor. It replaces both tools but the idea remains exactly the same. You can
get it here:

http://technet.microsoft.com/en-us/sysinternals/bb896645.aspx

Now that we have the tool (let's use Process Monitor) let's come up with an
example to show how to use them. On this test | will change the NTFS
permissions for NOTEPAD.EXE and will deny access to my test user. By using
Process Monitor we will be able to see the issue and how to fix it. The steps we
will follow should be applied when troubleshooting any application under TS.

1. From your client PC launch MSTSC and connect to the TS using an
account with administrator rights.

2. Launch Process Monitor. Press CTRL+E to stop capturing events and
CTRL+X to clear the log.
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3. Logon to the TS as the user account having issues (in our example, the
user that cannot use Notepad for some reason).

4. Before launching Notepad as the user, go back to your Administrator
session and start capturing data with Process Monitor (use CTRL+E).

5. Go back to the user session and try to launch Notepad. You will see an
error message.

c:'windows'\notepad.exe

‘windows cannot access the specified device, path, or file, You may not have the appropriate
petmissions to access the iten.

Fig. 31
Error launching Notepad as a regular user

6. Go back to your administrator's session and press CTRL+E to stop
capturing additional data. Now press CTRI+F to bring the ‘Find’ window
up. Type ‘denied’ and press Enter.

393,
393
393,
33
33§
393
393
393
393
o3
393

:;’E:-:plu:urer.EXE 3932 CloseFile C:ADocurnents and SettingsiAdministrat... SUCCESS
| T - x| i
ol > SUCCESS
2F Findwhst R [ FindNewt | SUCLESS
JF ' — rntf. dll SUCCESS
il Bl Cancel | rntf. dll SUCCESS
W ™ Mateh whele word arily SLCCESS
WE ™ Match case " Up & Down A5918950- SUCCESS
ol E5918950-..NAME NOT F
%51 ELLE11 = o o e T =i = 1 =L | A A 1 | e ot =10 et 1 | SUCCESS
_‘!E:-:plu:urer.EXE 3248 ClozeFile C: W/ IMDOYW S Seypstem32smsimtf. dil SUCCESS

Fig. 32
Looking for an ‘Access Denied’ error

7. As we can see the problem is the user has no rights to Notepad.exe. To
fix the problem we just need to check the NTFS permissions on the file
and make sure the user has rights to it!
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i5] Process Monitor - Sysinternals: www.sysinternals.com
File Edit Ewent Filker Tools

Options  Help

0| RABE | vAS | A5 | (BB S

Sequ... | Time ... | Process Name | FID | Operation | Path | Result | Detail -
2809 4393 _"Explorer.EXE 3248 Reglpenkey HE.CR%\Applications\notepad. exehshell. .. SUCCESS
2877 4393 _"Explorer.EXE 3248 RegClosekey HE.CR%\Applications\notepad.exehshell  SUCCESS
2878 4353 _"Explorer. EXE 3248 RegQuerykey HK.CR'&pplications\notepad. exehshellh. .. SUCCESS Gueny: Mame
2089 4393, S Explorer EXE 3248 RegOpenkey HKU4S-1-5-21-2138974737-685918950- . NaME NOT FOUND
2890 4:39.3.. _"Explorer. EXE 3248 Reglluentfalue HKCRMApplicationsinotepad. exedshell. .. NAME NOT FOUND Length: 144
2908 4393 _"Explorer.EXE 3248 RegClosekey HKCRAApplicationshnotepad. exebshel. .. SIUCCESS
2909 4:39:3.. [JEuplorer. EXE 3248 RegOpenkey HKU4S-1-5-21-2138974737-685918950- .. SUCCESS
2910 4353, S Explorer EXE 3248 Regluen'alue HKU4S-1-5-21-2138974737-685918950- .. SUCCESS Type: REG_S
2921 4393, JEwplorer EXE 3248 ReqClosekey HKU4S-1-6-21-21 389747 37-6859185950- . SUCCESS
2922 4353 _"Explorer. EXE 3248 RegClosekey HK.CR\&pplicationsynotepad. exe SUCCESS
2540 4:39.3.. _"Explorer.EXE 3248 Reglpenkey HELMS oftwaresMicrozoft\windowsiC... MAME NOT FOUMD
2951 4:39:3.. _"Explorer.EXE 3248 Reglpenkey HELM\SoftwareMicrosoft\WwWindowshC... NAME NOT FOUND
2952 4:35:3.. _"Explorer.EXE 3248 RegOpenkey HELMYSoftwaresMicrosoftwindowshC... NAME NOT FOUND
2983 4 Explorer EXE 3248 Reglpenk.ey HE LM S oftware“MicrozoftiwindowsiC... MAME WOT FOUMD
29 lorer. EXE 3248 CreateFile 0 epad.exe ACCESS DENIED  Desired Acce J
2972 4:39:3.. ' Ewplorer.EXE 3248 Createfile CAWINDOW S notepad. exe ACCESS DENIED  Desired Acce:
2982 4393 _"Explorer. EXE 3248 RegClosekey HE.CRY* SLICCESS
2992 4:39:3.. _"Explorer. EXE 3248 RegClosekey HECRexefilehshelopen SUCCESS
I 2993 4393 AF wnlarer F3F 3748 Renllnzekeu HECRY rxe SHCCFSS I _yl;l
4
Showing 279 of 4,354 events (6, 4% | Backed by page file v
Fig. 33

‘ACCESS DENIED’ error on Process Monitor

The idea in this section was not to make you an application expert overnight and
| am sure that is not the case right now after reading this far; but with the steps
and tools described above you will be able to troubleshoot and fix almost all
application issues that happen in a terminal services environment.

@ One thing that is definitely worth mentioning is the use of ‘Application Flags’
when trying to fix certain issues. One typical example is an application that works
when the TS is in install mode (remember, CHANGE USER /INSTALL) but not
when in execution mode (after you issue the CHANGE USER /EXECUTE
command, once the application install is complete). This usually has to do with
the application looking for certain files under C:\Windows (the real Windows
directory) and not the redirected one that TS uses for users (under their
profile/lhome directory usually). Once you set a flag for this (0x00000080)
everything starts to work properly!

For more information on all the available flags and how to use them please check
this article:
http://technet2.microsoft.com/windowsserver/en/library/df78c476-00d5-41f0-
a21d-elel2e3d1f8b1033.mspx?mfr=true

Accessing the TS

By now, as you had to connect to your terminal server to make sure it was
running and to get familiar with Process Monitor as per above, | am sure you
know how to connect to the TS.

But as there are a couple of ways to do that, I think it is a good idea to explain
what each client is, what they do and how to use them.
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Full client

By full client | mean the full, Win32 client that comes with Windows XP or
Windows Vista (the famous MSTSC.exe one). Of course there are different
versions of such client (for RDP5.0, RDP5.2, RDP6.0 and now RDP6.1).

At this time the latest RDP client can be downloaded at:
http://support.microsoft.com/KB/925876

As you already know, to access a terminal server using this client is a very
simple process. Just launch MSTSC (go to Start | Run | MSTSC and press enter)
and enter the IP address or FQDN of your TS. If you click on ‘Options’ all the

available options (drive mapping, printers, etc) will appear.

=101

= sktop
(PP [o]]]

General |Disp|a_l,l| LocaIHesourcesl nglamsl Experiencel Securit_l,ll

ﬁ Remote Desktop Connection

— Logan settings
E Type the hame of the computer, or choose a computer fram
— the drop-down list.

Computer: I j

User name; IAdministlator

Password: I

Domair: I

[~ Save my password

r— Connection settings
Save current zeftings, or open saved connection,

Save Ag... | Open... |
Connect | Cancel | Help |
Fig. 34

Remote Desktop Client

There are also some command-line options (like /console to connect to the

‘console’ on your 2003 box). Just type mstsc /? to see all the available options.
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usage x|
\E) Remote Desktop Connection

MSTSC  [<Connection File=] [fv: <server[:port]=] [fconsole] [ffullscreen]]
[fw: <width > fh: <height =] | JEdit"ConnectionFile" | /Migrate | /7

<Connection File= -- specifies the name of an .rdp file for the
connection.

T <server[:port]= -- specifies the terminal server to which you want
to connect.

JIconsole -- connects to the console session of a server,

IF -- Starts the client in Full-screen mode.

Jww: <width > -- specifies the width of the Remote Deskkop screen,
Th: <height = -- Specifies the height of the Remote Desktop screen.
ledit -- Opens the specified .rdp file for editing.

Imigrate -- migrates legacy connection files that were created with
Client Connection Manager to new .rdp connection files,

17 -- generates this Usage message.

Fig. 35
MSTSC command line options

This is the client in use on Windows XP Embedded thin clients and on Windows
Server 2003 as well. Of course they may have different build numbers (i.e.
5.2.3790.1830, etc) but we usually refer to them as the ‘Win32’ client.

Web client

A couple months after releasing Windows 2000 back in February, 2000,
Microsoft released an ActiveX version of the RDP client. For the first time users
were able to connect to a simple web page and from there, with the ActiveX
client automatically loaded on their machines, connect to a terminal server
anywhere on their networks or on the Internet (to see how popular this became
simply do a search on Google for “allinurl:tsweb/default.htm”; the results are
impressive!).
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Fig. 36

TSWEB default web page

Although this is indeed a neat way to access your terminal servers, this also
mislead people to thinking they could connect to their terminal servers through a
single port (http:80 or https:443); in reality, tsweb was simply a mechanism to
deliver the RDP client through a web browser and to provide a front end for the
client options (i.e. username, server name, resolution, etc) but the actual RDP
connection was still going through port TCP 3389 so at the end two ports were
required and as of today, this is still the case with Windows Server 2003.
Windows Server 2008 does have a mechanism to use a single port for RDP
access, over https.

@ Again, remember that tsweb will not give you RDP over a single port like 80
or 443; even though your users may be able to access this port through their web
browser, they still need to be able to reach the terminal servers through port TCP
3389. And of course | do not need to mention this page is NOT compatible with
Linux and/or Mac OS X as it requires an ActiveX control (Windows only) to be
loaded...

Setting up TSWEB is quite simple actually; all you need is a working IIS server.
Download the tsweb package directly from Microsoft at:
http://www.microsoft.com/downloads/details.aspx?FamilylD=e2ff8fb5-97ff-47bc-
bacc-92283b52b310&displaylang=en

To setup tsweb:

1. Download the package listed above and copy it to your IIS server.
2. Double click tswebsetup.exe to start the installation.
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3. Click ‘Yes'’ to install the tsweb package.

Remote Desktop Web Connection Setup |

\;T?) Dio you wank ko install the Remate Deskiop Web Conmection package?

Fig. 37
Installing TSWEB

4. Click ‘Yes’ to accept the license agreement.

Remote Desktop Web Connection Setu; o [

Fleaze read the following license agreement. Press the PAGE DOWHM key
to see the rest of the agreement.

END-USER LICEMSE AGREEMENT FOR MICROSOFT -
SOFTwWARE: REMOTE DESKTOP WEE CONMECTION WERSION

5.2

IMPORTAMT-READ CAREFULLY: This End-User License

Agreement [EULA™] is a legal agreement between you [sither an
individual or a single entity] and Microsoft Corporation [“Microsoft”) for
the Microzoft zoftware that accompanies this ELILA, which includes
computer software and may include associated media, printed

materialz, “onling” or electranic documentation, and Interket-based
services [“Software”]. An amendment or addendum to this ELILA may
accompany the Software. YO AGREE TO BE BOUMD BY THE
TERMS OF THIS EULA BY INSTALLIMG, COPYING, OR

OTHERWISE USIMNG THE SOFTwWARE. [FvOU DO NOT AGREE,

DO MOT IMSTALL, COPY, OR USE THE SOFTWARE; vOU MAY ;l

Do you accept all of the terms of the preceding License Agreement? | you
choose Mo, Install will cloge. To install pou must accept this agreement.

Fig. 38
TSWEB license agreement

5. Select the folder on your IIS server where you want TSWEB to be
installed. | would recommend another folder as you could see on Google
the amount of companies using the default page and exposing their
infrastructure details on the internet!

I Remote Desktop Web Connection S ) [m] [

Wwhhere would you like to place the zample web pages directary’?

aroats T Shade Browsze. . |
0k I Cancel |

Fig. 39
TSWEB default installation folder
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6. Once the installation finishes it will ask if you want to read the release
notes.

Remote Desktop Web Connecki il
‘? "

.,.(/ Do wou want ko read the release notes now?
e

Fig. 40
TSWEB release notes

7. If you followed all the steps above you should see this window.

Remote Desktop Web Connection Setup |

-
\!.]) Remote Deskiop Web Connection Setup was completed successfully.

Fig. 41
Successful installation

Now all you need to do is to point your users to your web server and they will see
the default TSWEB webpage. If they are connecting over the internet, remember
you will need to make sure your TS can be reached (port TCP 3389 open) and
that they use the TS FQDN or external IP address to connect!

Other clients

Of course the next question is ‘what if my clients do not run Windows? Can they
still connect to my terminal servers?’. The answer for this question is ‘Yes, they

can.

The only non-Windows platform supported directly by Microsoft is Mac OS X. A
native OS X client (universal binary!) does exist and is available for download on
the Microsoft website.

You can get it here:
http://www.microsoft.com/mac/downloads.mspx

For Linux the most common client is RDesktop, a free, open source alternative.
As RDP was a proprietary protocol until March, 2008, all non-official RDP clients
lacked support for some sort of feature (i.e. proper serial port redirection) and
RDesktop was one of these. The same is valid for some Java implementations
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out there. Therefore if your most important requirement is a fully compatible RDP
client, as of today your only alternative is to use the full Win32 one.

But this did not prevent other companies to develop RDP clients and
replacements for the desktop OS with a built-in RDP client, basically turning PCs
into Thin Clients with a very light OS that can be loaded on the machine over the
network (using PXE boot) or even from USB drives or CDs. One of the most
impressive solutions out there is the 2X ThinClientServer. It not only allows you
to boot PCs with its own streamlined OS but can handle real thin clients as well.
All this from a nice web based console.

@ Note: | am not mentioning the 2X solution because they sponsored this
guide. | have actually tried many similar solutions and years ago had my own
distribution to do the same. But none of them, including mine, had all the
centralized management features on top of a pretty web console. Add to that the
fact they have a free version (the unsupported PXES one) and | still think there is
no other solution like this on the market as of today. | know this may change in
the future, like with any other software solution out there. But as of today they are
‘The Solution’.

You can check them out at http://www.2x.com.

It is worth mentioning that when using thin clients (small computer like devices
with little local processing power and designed to be used as a ‘dumb’ terminal,
connected all the time to a terminal server) you must pay extra attention on your
requirements. As the OS on these devices vary (i.e. Windows XP Embedded,
Windows CE, Linux, etc) the RDP client on these will not be the same across the
board; this means certain features may not be fully supported on the device
depending on the OS it is running. If your main concern/requirement is 100%
compatibility with the latest RDP version out there your best bet is to use devices
running Windows XP Embedded.

Printing

If you take a look at the Microsoft public newsgroups or at the Remote
Desktop/Terminal Services forum at Experts-Exchange you will notice that many
guestions (if not most of them) are related to printing. The same is valid for TS
add-ons like Citrix; printing issues do exist and have plagued TS for many years.

The main question is, is it really that bad? Well it all depends on what you do on
the TS, if you follow best practices, if you control the other end (meaning the user
end and the printers they may have) and so on. We will give you a very good
understanding on what you can do to minimize these and in some cases,
eliminate such issues completely.
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Best practices

The first thing you must learn before we move ahead is quite simple and easy to
remember: NEVER, and | mean NEVER, install any printer driver on your
terminal server. Ok, you can install them but only if the driver is developed for
Windows Server 2003, it is certified by Microsoft AND (this is important!) you
tested in your test environment with at least 5 to 10 users connected to the TS
and all trying to print different types of documents, ranging from slides to 100
page PDFs. If the driver meets all above it is probably safe to have it running on
your TS.

The second thing to remember is to avoid host based printers (these are printers
that rely on the driver running on the machine to perform several tasks that are
usually handled at the hardware level, directly on the printer — manufacturers do
that to reduce the printer costs) and multifunctional devices (those that print,
scan, fax, make coffee, etc — all in one single unit). | know this is probably the
hardest part, as usually we have no control of which printers our users will be
using at home for example.

The final rule is the easiest: avoid using/buying/suggesting less known brands
and models.

If you follow these three simple rules above you will cut down a lot of your
printing issues. If these still happen, let's see what can be done.

Alternatives

There are two different types of alternatives out there. Free workarounds and
paid solutions. Note the difference between workarounds and solutions.
Workarounds will probably get you printing but functionality may be lost along the
way (i.e. being limited to black and white printing even though your printer is a
fancy color one); solutions in the other hand will give you all the features you
need and more (i.e. bandwidth control/compression) but with a major drawback:
cost.

Workarounds

Before we go ahead and discuss the known workarounds out there, you must
understand how printer mapping works under Terminal Services. It is actually
quite simple. Once a client connects to the TS, the TS will retrieve the exact
name of the printer driver on the client end (under the printer ‘Advanced’ tab) and
will compare it to what is available on the server. If a match is found, the TS will
use the driver it has installed locally (if you did not install any drivers this means
the Windows Server 2003 out-of-the-box printer drivers) and it will create a
printer under the user session (you can easily identify these as they have the
word ‘session’ as part of its name).
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&' HP Color, LaserJet B500 PS Properties @

Color Management Device Settings
General Sharing Ports Advanced
() Ahways available
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Driver: | HP Color Laser)et 8500 PS v

(%) Spool print documents so program finishes printing faster
) Skart printing after last page is spooled
(%) Skart printing immediately

) Print directly to the printer

[ Hald mismatched documents
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[ Keep printed documents

Enable advanced printing features

Printing D efaults... Frint Processor... Separatar Page. ..
[ J J
[ ak. ] [ Cancel ]
Fig. 42

Printer properties on the client side

As you can see, if you use printers that are available out-of-the-box with
Windows Server 2003 (to find out which ones are there, simply logon to the
server and add a new printer — use the LPT1: port or any other port as this is just
for determining models available — and then browse through the manufacturer’s
list and models), your local printer will get ‘mapped’ under your terminal server
session and you will be able to print right away. This happens by default with any
Windows Server 2003 default installation.

What if | am using a printer that is not on the list? As we mentioned above we
should avoid installing any drivers on the TS. So how can the TS map my printer
if the drivers names do not match? Well someone thought about that and added
a mechanism to handle these cases under Terminal Services...

And the solution, as always, is simple. Here are the step-by-step instructions:

1. You bought a LexBrother printer model CHEAPO1000. You installed it on
your local PC and it works. The driver name listed on the ‘Advanced’ tab is
‘LexBrother Cheapo 1000 Series’.

2. The first thing to determine is if this printer is compatible with anything
else. Usually laser printers are compatible with some HP LaserJet model
(like the old LaserJet 5 ones) and inkjet ones may be compatible with HP
DeskJets (if you see another model under the Windows Server 2003
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default printer list from the same manufacturer as your printer, you can try
that driver to see if it works). Assuming there was no Windows Server
2003 for our CHEAPO1000 and that it worked with a LaserJet 4 driver we
are ready to go. This step is where you will spend most of your time: trying
to determine which driver may work with your printer.

On the TS, edit the file PRINTUPG.INF and add a line under the [Printer
Driver Mapping] section as shown below (yes, it is case sensitive):
“LexBrother Cheapo 1000 Series” = “HP LaserJet4”, 1, 1, “11/27/1999
The left column is the exact name of the local driver, as seen on “your PC
and the right column is the exact name as shown under the printer list
available on Windows Server 2003 plus some extra values (check the
PRINTUPG.INF file on your 2003 Server for more information — usually all
you do is to copy an existing line and paste it right below and then you just
change the left column to match the client driver name).

Now you must change the TS registry. Add two new values to this registry
key:

HKLM\SY STEM\CurrentControlSet\Contro\Terminal Server\Wds\rdpwd
The values are:

Name: "PrinterMappingINFName"
Type: REG_SZ
Data: C:\Windows\In\PRINTUPG.INF.

Name: "PrinterMappingINFSection"
Type: REG_SZ
Data: Printers

From now on the TS will use the LaserJet 4 driver anytime someone
connects using the CHEAPO1000 printer!

@ Note: If you do want to change the PRINTUPG.INF file you can create your

own .INF one. Just follow this article (it also details all | explained above):
http://support.microsoft.com/kb/275495

“Printer redirection or upgrade may not work because of signed Ntprint.inf file”

Some other things to remember when troubleshooting printing issues:

Make sure you have the latest RDP client on your machine.
If you use a Mac try using a postscript printer.
For older clients check Q302361 in the Microsoft Knowledge Base.

Third Party Printing Solutions
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The purpose of this section is not really to evaluate and write a review of every
single product to do this out there. | just want you the reader to be aware that
such products exist, explain what they do and give you an idea of how much they
cost and why they are helpful.

| have seen environments where administrators and/or technical personnel would
spend hours and hours per week troubleshooting/fixing printing issues in TS. If
you consider all these hours had an actual cost to the company that employed all
these people we can easily see these companies were spending thousands of
dollars monthly on printing problems. The issue is, most administrators/techies
do not see their time as an expense, which is completely wrong.

And that is why | think all these products are helpful. They eliminate or greatly
reduce printing issues and give administrators and techies time to do other, more
relevant things for their companies. The problem is, there is an upfront AND
steep cost usually associated with such solutions. | do not have exact numbers
but they range from US$1,000 to US$ 2,000 per terminal server (unlimited
users). If you are planning a TS environment, | highly recommend you budget
some extra money for add-ons you will probably need to get the job done
properly. Make sure printing is covered in this budget.

Not getting into the technical details of each product, the main idea behind all of
them is eliminate the need for any drivers on the TS. The job is sent to the client
and the client, using any printer it may have, will print it. There is also a way to
control how much bandwidth is being used for printing (to limit it so you do not
take over the whole DSL link just for your print job!) and compression. Neat stuff
for sure. Keep in mind a client component is required (meaning you will have to
deploy something at the client end for these products to work).

The products | know, in no specific order, are:

UniPrint
ThinPrint
SimplifyPrinting
Print-IT

If printing becomes an issue or if you do not have control over what users may
use as printers | definitely recommend you taking a look at any of the products
above.

Terminal Services Security

Now that we have a terminal server up and running and with applications
installed on it, the next step is to learn how to make your terminal server more
secure.
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The term ‘secure’ in this context has several meanings; for example, it could
mean securing the TS from hackers or locking it down so your own users do not
access things they should not have access to.

Group Policies

| think the most important step to learn with terminal services is how to properly
use Group Policies. Usually what we want to achieve is to apply certain
restrictions to our users but only when they are connected to the TS servers and
NOT when they are at their workstations. For example you do not want your
users to see the terminal servers system drives (i.e. C:) or to be able to shutdown
the server but if they are logged on to their PCs they should be able to see these
drives and turn off their computers!

The way to do this is actually quite simple: all you need to have is a group policy
but with a little setting enabled: the loopback processing mode. This will achieve
exactly what we want. Users will get restricted when on the TS but not on their
PCs. So let’s take a look at how to implement such policy. | assume you have the
TS up and running and part of a domain — preferably Windows Server 2003 AD —
and that you have rights to do what we will be discussing next.

Step-by-Step procedure:

1. Logon to your domain controller and launch ‘Active Directory Users and
Computers’. If you followed the steps described under ‘Active Directory
Preparation’ at the beginning of this guide you should have an OU called
‘Terminal Servers’ with your TS computer objects.

,ﬂ—y/- Active Directory Users and Computer | Terminal Servers 1 objects
+-|_] 5aved Queries
- jJ ksfackorylabs. local
+]--|__] Builtin
__| Computers
&3] Domain Conkrollers
__| ForeignSecuribyPrincipals
__| Users
&3 Terminal Servers

Mame | Twpe Descr
EJ,TSFLF'.BS-TSDI Compuker

+

+

+

Fig. 43
Active Directory Users and Computers, Terminal Servers OU

2. You should also have the two groups we created way back at the
beginning of this guide: ‘TS Users’ and ‘TS Servers’. Make sure these
exist and that you have your users and servers into the respective groups.
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3. Right-click the ‘Terminal Servers’ OU and click ‘Properties’.

4. Click on the ‘Group Policy’ tab and then click ‘New’. If you are using the
Group Policy Management Console you will need to launch that tool and
navigate to the ‘Terminal Servers’ OU and create a new policy there.

Terminal Servers Properties B

General] Managed By] COM+ Group Policy l

Toimprove Group Policy management, upgrade to the Group Policy
M anagement Conzale [GPML).

= Current Group Policy Object Links for Terminal Servers

Group Policy Object Links Mo Overide | Dizabled

Group Policy Objects higher in the list have the highest priority.
Thiz lizt obtained from: teflabs-de0 tefactomylabs. local

New | agd. | | |

I Black Policy inheritance

Cloze | | |

Fig. 44
Creating a new group policy

5. Give your policy a name which is easy to remember like ‘TS Policy’ and
then click ‘Properties’. Click on the ‘Security’ tab and there remove
‘Authenticated Users’. Also make sure that for ‘Domain Admins’ and
‘Enterprise Admins’ you click the ‘Deny’ checkbox for ‘Apply Group Policy’.
Now add the groups ‘TS Users’ and ‘TS Servers’ and make sure the
‘Allow’ checkbox is checked for ‘Apply Group Policy’ for these two groups.
Do not forget to click ‘Apply’!
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6. Click ‘Ok’ to go back to the previous screen (where you see the policy

TS Policy Properties

General | Links  Security | wil Fiter |

Group or uger names:
E Enterprize Adminz [TSFACTORYLABS\Enterprize Adming) ;I
ﬁ EMTERFRISE DOMAIM COMTROLLERS
€7 SYSTEM
ﬁ TS Servers [TSFACTORYLABSATS Servers)

ﬁ TS Usgers [TSFACTORYLABSATS Uszers)
Add... | Bemove |
Permizzions far TS Users Allones Deny
Full Cantral
Read
Wafrite

Create all Child Objects
Delete All Child Objects
Apply Group Policy

ROOOXRO
OOOoooo

[

For zpecial permizsionz or for advanced settings, Advanced

click Advanced.

L

(] I Cancel | Spply

Fig. 45
‘TS Policy’ policy. Note the groups and checkboxes settings

name, ‘TS Policy’).

7. Now we need to test if the policy is working. Click on ‘TS Policy’ and then
click ‘Edit’.

8. The ‘Group Policy Object Editor’ window will appear. Under ‘User
Configuration’ | ‘Administrative Templates’ | ‘Start Menu and Taskbar’ find

‘Remove Run menu from Start Menu’ and double click it.
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Menu

Display Properties

Requirements:
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Description:
Allows you to remove the Run
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following changes occur:

{1) The Run command is removed
from the Start menu.

{2) The New Task (Run) command is
removed from Task Manager.

{3) The user will be blocked from
entering the following into the
Internet Explorer Address Bar:

--- A UNC path: V\<server>\<share>

---Accessing local drives: e.g., &

- Accessing local folders: e.g.,

Internet Explorer, and Task Manager.

|»

-

Sstt\ng I

24 Remove user's folders from the Start Menu

ﬁ Remave links and access to Windows Update

g Remove common program groups from Start Menu
@Remove My Docurnents icon Fram Start Menu
i:f;‘Remove Daocuments menu from Stark Menu
@Remnve programs on Settings menu

ﬁ} Remove Metwork Connections from Start Menu
i:fyv Remaowve Favarites menu from Start Menu
}a‘Remove Search menu from Start Menu
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i |
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i:‘i Remowve Logoff an the Start Menu
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Extended A Standard /

Fig. 46
Group Policy Object Editor — Remove Run from Start Menu

9. Setitto ‘Enabled’ and click ‘Ok’.

Remove Run menu from Start Menu Prop

Setting |

@ Remowe Run menu from Start Menu

Explair I

0

 Not

LConfigured

" Disabled

Supported on;

PBreviouz Setting |

At least Microsoft Windows 2000
Hest Setting |
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10.Now the most important step: under ‘Computer Configuration’ |
‘Administrative Templates’ | ‘System’ | ‘Group Policy’, make sure you
enable the ‘User Group Policy loopback processing mode’ and set it to

replace.

User Group Policy loopback proce 2=

Setting ] Explain l

:fl Uzer Group Policy loopback processing mode

" Mot Configured

(v Enabled

b ——

(" Dizabled

Mode: |F|ep|ace ﬂ

Supported o At least Microzoft Windows 2000

Previous Setting ‘ Mest Setting |

Ok | Cancel | Apply

Fig. 48
[1Enabling the loopback processing mode
U]

11.Close the ‘Group Policy Object Editor and the click then ‘Close’ button on
the ‘Terminal Servers Properties’ window.

If you did everything right, we should be good to go. Reboot your TS and try to
logon to it as a ‘TS Users’ group user. You should see a screen similar to this

one, with no ‘Run’ option on the Start Menu!
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Fig. 49
[INo ‘Run’ for this user

O
Now that our basic policy is working we can start our lockdown process. Again,
this is one of the areas where people will have different settings based on their
needs. | will set some of the basic ones | think are relevant and you just go from
there!

Lockdown

Most of the lockdown settings in a TS environment will be performed on the Start
Menu/Taskbar and as well on Windows Explorer. As already mentioned, the
settings | use on this guide are simply a start point and you should add more
settings if needed in your particular environment. | would just like to mention that
you should always add more settings one-by-one so in case something goes
wrong or shows some unexpected side-effects you know exactly how to fix the
issue!

We will basically continue from where we left our group policy settings. Just
launch ‘Active Directory Users and Computers’ or the ‘Group Policy Management
Console’ and open the ‘TS Policy’.

The follow these steps to set some of the basic recommended settings:

1. Navigate to ‘User Configuration’ | ‘Administrative Templates’ | ‘Start Menu
and Taskbar’ and set the following options:
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Remove links and access to Windows Update: Enabled

Remove Favorites menu from Start Menu: Enabled

Remove Search menu from Start Menu: Enabled

Remove Help menu from Start Menu: Enabled

Add Logoff to the Start Menu: Enabled

Remove and prevent access to the Shut Down command: Enabled
Remove access to the context menus for the taskbar: Enabled
Force classic Start Menu: Enabled

Se@meoo0Ty

2. Navigate to ‘User Configuration’ | ‘Administrative Templates’ | ‘Windows
Components’ | ‘Windows Explorer’ and set the following options:

a. Turn on Classic Shell: Enabled

b. Hides the Manage item on the Windows Explorer context menu:
Enabled

c. Hide these specified drives in My Computer: Enabled; Restrict A, B,
C and D drives only.

3. Navigate to ‘User Configuration’ | ‘Administrative Templates’ | ‘Control
Panel’ and set the following options:

a. Prohibit access to the Control Panel: Enabled

4. Navigate to ‘User Configuration’ | ‘Administrative Templates’ | ‘System’
and set the following options:

a. Prevent access to the command prompt. Enabled; Disable the
command prompt script processing also? No

b. Prevent access to registry editing tools: Yes; Disable regedit from
running silently? No

5. Navigate to ‘User Configuration’ | ‘Administrative Templates’ | ‘System’ |
‘Control+Alt+Del Options’ and set the following options:

a. Remove Task Manager: Enabled
b. Remove Lock Computer: Enabled

These are the basic recommended settings. | will not explain every single option
here for one simple reason: when you are selecting these you will be able to read
the explanation for every option available. And, one more time, these are the
basic settings | recommend and depending on what you need you may have to
set extra options!

Remember that Office applications have their own ADM templates that you can

import directly in the ‘Group Policy Object Editor window; simply right click
‘Administrative Templates’ (under ‘Computer Configuration’ or ‘User click
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Configuration” and select ‘Add/Remove Templates’. On the next screen simply
click ‘Add...” and browse for the .ADM files.

@ Note: for Microsoft Office, simply download the Microsoft Office Resource

Kit for the version of Office you are using and install it on your terminal server.
The template files ((ADM) will be installed as part of the resource Kkit.

Assuming you set all the options above, this is how your user desktop will look
like when he connects to the TS.

tsflabe-t501 o
(Pl Edt ven Toos mp | @]
Dbk v ) - (F | O seach () Foiders | (5 o X | *
Address | "4 My Computer =l Go

Network Drives
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M Tesst DiocUmsnt
w Windaws Catalog

Programs
2y Documen ts
Da Settings

‘] Log Off tsfactarylabsttsusert...

4 start | & | J vy Computer

lo|2fim

BEHl@e®E .

Fig. 50
A locked down desktop

Note that all server drives (C:, D:, etc) are hidden and the Start Menu had many
options removed from it!

Folder Redirection

As part of the lockdown process, one important and very useful step is ‘Folder
Redirection’. The concept here is simple: once enabled, certain folders (i.e. Start
Menu, Desktop, etc) are redirected to a network location for your users (by
username, groups, etc). This is important for a couple reasons. For example
users tend to save files to their desktop. When using a TS this may become a
huge problem as by default such folder is part of the user profile and if you are
using roaming profiles this means lots of data will be loaded every time the user
logs on or logs off the TS which greatly increases logon times.
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To preserve the user experience, look and feel, you probably want to give your
users the same start menu, only showing the applications they have access to,
regardless of the TS they are logged on. Start Menu redirection fixes this
particular example.

So let's learn the basics on how to do this by following these step-by-step
instructions. In this example we will be redirecting the Start Menu and the
Desktop for our ‘TS Users’ group.

1. The first step is to create two folders on your file server and share them. |
recommend you using a meaningful name. In my case | created
‘StartMenu’ and ‘Desktops’ and shared them as ‘StartMenu$ and
‘Desktops$’. The permissions must be set as shown below.

a. Desktops$ share: Domain Admins, Full Control; TS Users, Full
Control.

b. StartMenu$ share: Domain Admins, Full Control; TS Users, Read.

] _ (o] x| ‘ =l
A B3|l ermissions for StartMenus 7] x|
() Back ~ General  Sharing ]Secumty] Customize Share Permissians ] o
Address |5 C:y - __/ “Y'ou can share this folder with other users on your -
Name [=> network. To enable sharing for this folder, click Share this
= ————— folder.

o
(Documents any 5 Users [TSFACTORYLABSATS Users)

. T
C)Downloads " Da not share this folder m
_“JProgram Files (¢ Share this folder
[ startmenu SR ‘StanMenu$
s TSHOME -
(G TSProfiles Comment: ‘
CIWINDOWS ] Add.. Remove
)wmpub User limit: % Maximum allowed
- . PBermissions for Domain Admins Allow Deny
Allaw this number of users: 4;|
Full Control [m}
To set permissions for users wha access this Permissions Change O
folder over the network, click Permissions — Read O
To configure settings for offline access, click Caching
Caching.
Ok I Cancel | ‘
ak Cancel | Apply ‘
Fig. 51

StartMenu$ share
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IOl x(| =24
File  Edit  View 3 B3 )l ermissions for Desktops$ ﬂll
(DBack v () - Gensral Sharing | Sacuity | Customize | | Share Permissions | |
Address |= [ “You can share this folder with ather users on your Group ar user names; -
i._,; network, Tao enable sharing For this falder. click Share this F
|Mame = folder. | [
|Z)Documents and |
(S)Donrioads Do et shiare this folder S Users [TSFACTORYLABSATS Users]
|)Program Files (% Share this folder
& StartMenu Share name: IDesktops$ j
[ TSHome: 1
2 TSProfiles Comment |
[ WINDOWS 1 Add Bemove |
Cwmpub User limit: ' Maximum allowed o ;
beskions £ Allow this nurber of users: lﬁ_:l [ Permissions for Domain Admins Al Deny
Full Contral [m]

To set permissions far users who access this Eermissns Change O

falder over the network, click Permissions. - Read O

To configure settings for offine access, click Caching

Caching.

Mew Share
’TI Cancel | Lpplp |

oK. Cancel | pow |
Fig. 52
Desktop$ share

2. Now launch ‘Active Directory Users and Computers’ and go to the
‘Terminal Servers’ OU to open our ‘TS Users’ Group Policy. Navigate to
‘User Configuration’ | ‘Windows Settings’ | ‘Folder Redirection’.

'fiii Group Policy Object Editor

File | Action  Miew Help

e | BmEE| 2

::j TS Palicy [tsflabs-dc01. ksfactorylabs.local] Policy | Mame
E| @ Camputer Configuration
¢ @[] Software Settings
-] Windows Settings
: D Administrative Templates
Eﬁ User Configuration
D Software Setkings
EID Windows Settings
28} Remote Installation Services
|| scripts {LogonfLogoff)
Er Security Settings
[=}-[_]] Folder Redirection
i1 Application Data
(L) Desktop
[_7) My Documents
Start Menu
[]—-@ Internet Explorer Maintenance
-] sdministrative Templates

Fig. 53
Folder Redirection

3. Right Click ‘Start Menu’ and select ‘Properties’. On the ‘Target’ tab select
‘Advanced — Specify locations for various user groups’ and click ‘Add’.
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Click ‘Browse’ to select the ‘TS Users’ group and then enter the path to
the StartMenu$ share as \\your_file_server\StartMenu$. Click ‘Ok’.

Specify Group and Location x|

‘You can choose the target folder location for &
FECUMLY group.

 Security Group Membership

|T5F.&CTEIFEYLAES'\TS Usgers

Browse. .. |

— Target Folder Location

IFlecIilect b the following location j

Root Path:
|\\tsflabs-dc01 “Starttenug]

Browse... |

] Cancel

Fig. 54
Setting Group/Path for Start Menu redirection

4. If you did everything properly you should see a similar screen to the one
below.

Start Menu Properties 2=l

Target | Settings |

ﬁ, *Y'ou can specify the location of the Start kMenu folder.

Setting: IAdvanced - Specify locations for various user groups j

Thiz folder will be redirected ta different locations bazed on the security
group membership of the users.

— Security Group Membership

Group | Path
TSFACTORYLABSNTS Users  sflabs-de01hStarttdenud

I = e |

ak. I Cancel | Apply I

Fig. 55
The Start Menu redirection path for our TS Users group
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5. Now repeat the same process for the ‘Desktop’.

Specify Group and Location 21|

rou can chooze the target folder location for a
ZECUMtY group.

 Security Group Membership

ITSFAETDHYLABS'\TS Users

Browse... |

— Target Folder Lacation

Il:reate a folder for each user under the root path j

Fioat Path:
|\\tsf|abs-dc:[l'l “Desktapsd]

Browse. .. |

Far user Clair, this folder will be redirected to:

hteflabz-do0l \Desktope$iClairDeskiop

(]9 Cancel

Fig. 56
Setting Group/Path for Desktop redirection

6. If you got it right, you should see something similar as below.
Target | Settings |
ﬁ, *Y'ou can specify the location of the Desktop folder.

Setfting:

Thiz folder will be redirected to different locations bazed on the security
group mernbership of the users.

— Security Group Membership

Group | Fath
TSFACTO...  sflabs-dc01\Desktops$y%USERNAME % \Desktop

1 |

agd. || Edi. || Bemeve |

Ok I Cancel I Lpply |

Fig. 57
The Desktop redirection path for our TS Users group
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7. Just close ‘Group Policy Object Editor’ and you are almost set! The last
thing to do is to pre-populate the Start Menu folder with the contents you
want AND to set a small setting on our ‘TS Policy’ policy.

8. Logon to the TS with an Administrative account and right-click the ‘Start’
button. Select ‘Explore All Users’. You will see the local Start Menu on the
TS that is shown by default to all users. Right-click the ‘Programs’ folder
and select ‘Copy’.

@ C:Documents and Settings'All Users' Start Menu',Programs

File Edt View Favorites Tools Help

\) Back - b Search Folders X )| [

Address |_J' CiDocuments and Settingsiall UsersiSkart MenuiProgranms

Folders x| | Mame Size | Type
2 Desktop Collapse ) Accessories File Fold
# L) My Documents ) Adriristrative Tools File Fald
=l My Computer Explors [T Parallels Shared Applications File Fold

7 4 314 Floppy (A:) gtz [T Parallels Tools File Fold
=] “e Local Disk{C:) S () Startup File Fald
+| | ) Trashes Sharing and Security. .,
=I [2) Documents and S
+ |2 Administrator
+ ) Administrator,  Cuk
= ) all Users y
# |2 Application paste
) Desktop
) Favorites
+ |2 Shared Dc
= ) Start Men

Send To »

Delete
Renarmns

Properties

[T Accessories
[T Administrative Tools
[T Parallels shared Applications
7 Parallels Tools
T Skartup
) Templates
¥ 1 Defanle 1ser

Fig. 58
Copying the default ‘Programs’ folder

9. Navigate to the ‘StartMenu$’ share and paste the contents there.

10.Now simply navigate the ‘Programs’ folder you just pasted and remove the
shortcuts/folders you do not want your users to see.

11.Finally launch *Active Directory Users and Computers’ and open our ‘TS
Policy’ policy.

12.Navigate to ‘User Configuration’ | ‘Administrative Templates’ | ‘Start Menu
and Taskbar’ and set the following policies:

a. Remove user's folders from the Start Menu: Enabled.
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b. Remove common program groups from Start Menu: Enabled.

'ffi Group Policy Dbject Editor

File Action ‘iew Help

e o | Gm R @

Z§' 15 Policy [tsflabs-de0l tsfactorylat O eu——
= Q Computer Configuration
(1 Softuare Settings Remove user's folders from the Setti

-[_] Windows Settings Start Menu

(1 Adriistrative Templates = | B Remove links and access to Windows Update
User Configuration Display Properties

@Ramuve common program groups from Skark Menu
-] Soft Setti i
g V\f;n:o:: S:tti:gss Requirements: {4 Remove My Documents icon from Start Menu
-] Administrakive Tgemplatas At least Microsoft Windows 2000 =4 Remove Documents menu from Start Menu
(1 windows Companents Description: =4 Remove programs on Settings menu

23] Start Menu and Taskbz | Hides all folders on the user-specific {24 Remave Network Connections Fram Start Meru
(1 Desktop (top) section of the Start menu, =4 Remove Favorites menu From Start Menu
[ R P Other items appear, but folders are B Damnue Saavch man Fram Shark Mann

0l am Ehi i

Fig. 59
Touching up the ‘TS Policy’ policy
[
13.Close ‘Group Policy Object Editor’ and reboot your TS or do a ‘gpupdate /
force’ on it.

If everything was setup properly, when your users logon they will see a similar
desktop to this!

Caleulator
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wordPad

5 Documents 3
B’ Seftings 3
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[Fs (& | o

BRIGe&E

Fig. 60
[JA locked down desktop with ‘Start Menu’ redirection
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Additional lockdown

With everything we have showed you so far you now have a much better terminal
services environment! But as with anything else, there is always ways to improve
it. Let's take a look at some of the additional steps you can take to further lock
down your TSs.

SRP

SRP or ‘Software Restriction Policies’ is exactly what the name says: a policy to
determine which applications (and types of applications) your users can and
cannot launch. Although not perfect, SRP does increase the security on your TSs
as users are now restricted to launch only the executables you authorize them to
do! Several settings are available but it is not the intent of this guide to explain
every single option available and the PROs and CONs on each one. There are
already very good books/articles out there for this specific need.

But of course | will show you how to create a basic SRP for your TS. Feel free to
expand it according to your needs!

1. Launch ‘Active Directory Users and Computers’ and open our ‘TS Policy’.
2. Navigate to ‘User Configuration’ | ‘Windows Settings’ | ‘Security Settings’ |
‘Software Restriction Policies’.

'Ti Group Policy Dbject Editor -|0O] x
Ll

File  Action Wiew Help
& 2

Ef' T5 Policy [tsflabs-deot.tsfactorylabs.local] Policy
= g], Computer Configuration
F-|__] Software Settings
#-[_] Windows Settings
(] Admiristrative Templates SDFtv_\larE restriction pu_h(ias are not defin_ed in this Group Pn_\i(y'_nhjEFt. b ¥ou dEFin_E software
£ &ﬁ User Configuration restriction policies in this Group Palicy object, they will averride inherited policy settings fram other
Group Policy objects,
F-|_] Software Settings
=[] Windows Settings To define software restriction policies, in the Action menuy, click New Software Restriction Policies,
ﬁll Remote Installation Services
;—,]] Scripts {Logon/Logoff)
= _Q Security Settings
+--|__] Publi ici
EaR FSof bveare Restrickio
=--[_7] Folder Redirection
+ 1 Internet Explorer Mainkenance
=1-[__] Administrative Templates

1 No Software Restriction Policies Defined
L)

Fig. 61
Software Restriction Policies

[

3. Right-click ‘Software Restriction Policies’ and select ‘New Software
Restriction Policies’.

4. In this example we will deny access to Notepad. To do this right-click
‘Additional Rules’ and select ‘New Path Rule...’. Now enter the path for
Notepad.exe and type a description. By default this resource will be
disallowed (exactly what we want). Click ‘Ok’.
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New Path Rule

General |

21 x|

Usze rules to ovemnde the default secunty level,

Path:
IE:'\Windows\N otepad.exe

Browse. . |

Security level:

IDisaIIowed
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Matepad

o]

Cancel Apply

Fig. 62
Creating a ‘New Path Rule’ restriction

5. Your SRP screen should look like this:

"1 Group Policy Object Editor

File Help
o |aE B RE 2

fj TS Policy [tsFlabs-dec01 tbsfactorylabs.local] Policy

1o/ x|

Action  Wiew

hame ¢

Computer Configuration

-] Software Settings
B0 Windows Settings
) () Administrative Templates
E- ﬁ User Configuration
(-] Software Settings
= -] Windows Settings
Remote Installation Services
Scripts {Logon/Logoff)
Security Settings
-] Public Key Poliies

=[] Saftware Restriction Policies
H L Security Levels
* {23 additional Rules
[--(7] Falder Redirection
[-4ff] Inkernet Explarer Maintenance
-] Administrative Templates

6. Close ‘Group Policy Object Editor’ and reboot your TS or do a ‘gpupdate /

force’ on it.

Now when your users try to launch Notepad they will see the following message:
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Fig. 63
Your SRP settings
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Fig. 64
SRP at Work
[l
As you can see SRP can be pretty effective if used properly. Now do your
homework and expand all the SRP stuff you just learned here.

SecureRDP

One of the most debated topics when talking about Terminal Services is how to
access it. Some people say you should never expose port TCP 3389 to the
Internet (the port TS uses for RDP traffic; we are not talking about exposing the
whole server to the outside but just a single port); others, myself included, are not
that paranoid. And in my case, | am still to see a case where a TS, that was
properly configured, was hacked through RDP. So | am ok with the idea of
having RDP exposed on the Internet, as long as the steps we discussed so far
are in fact implemented and you add some extra security layer to the picture.

This is exactly where SecureRDP comes in. This is a small utility that we wrote
back in 2004, extremely simple, lightweight and powerful. What SecureRDP does
is simple: all connections coming to your TS are filtered based on criteria you set
(i.,e. username, computer name, client version, etc) and if the incoming
connection matches the criteria the connection is allowed. If not, users receive an
error message (fully customizable) before they can even see the logon screen
and the connection is dropped.
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One of my favorite filters is the client version number. If you read the article |
wrote and posted on MSTerminalServices.org (Customizing the RDP client) you
will learn you can change the RDP client to have a unique client version number
(4-digit) and of course on SecureRDP you can filter by that. So if you create your
custom RDP client with the version number only you know and deploy it to your
clients, when you filter by this number, only your customized RDP client will be
able to connect to your TSs. Simple and effective; and the best part, free.

All the details about this, from patching the RDP client to creating a new MSI file
for it and the SecureRDP configuration are available at MSTerminalServices.org.
Here you have the links:

http://www.msterminalservices.org/articles/Customizing-Microsoft-RDP-Client-
Partl.html
http://www.msterminalservices.org/articles/Customizing-Microsoft-RDP-Client-
Part2.html

External Access

Now that you have your environment up and running and properly locked down,
how do you provide access to it from the outside? | could say this is actually very
simple but as people have different requirements and concerns, for some this
may become the hardest part of a TS implementation; for others, the easiest.
Again, it all depends on how paranoid you are about security and your company
policies/requirements.

All that is needed for TS to work (this includes everything users will need to do
like printing, accessing their local drives, etc) is handled over port TCP 3389 (by
default) by the RDP protocol. No other ports are needed or required.

As you can see the easiest way to provide external access to your clients is to

simply configure your firewall to allow inbound connections on port TCP 3389
and redirect these to the TS internal IP address..
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Fig. 65
[IExternal access to your TS — Port TCP 3389 only

@ Note: | know we discussed this before but I think it is worth mentioning it
again: TSWEB is not RDP over HTTP or HTTPS. If you setup TSWEB as per the
steps described previously you still need port TCP 3389 opened and redirected
to your TS. With TSWEB, as you can see, you will end up having two ports
opened: TCP 80 or TCP 443 (http/https) to your web server where TSWEB is
installed AND TCP 3389 (RDP) to your TS. Again, TSWEB is simply a
mechanism to easily provide access to the RDP client itself for users that may
not have it installed on their Windows machines.

Of course you can add some complexity to the picture to make it more secure.
One typical example is to have a VPN in place so users need to connect first to
your VPN service and then to the TS itself or you can have a two factor
authentication solution (i.e. RSA SecurlD) that will require users to enter their
credentials with a token based number (that changes every minute!) to get
access to the corporate network and then access your TS.

All these extra steps will add complexity to the users and may require several
additional steps. And of course, if not properly configured, will cause more harm
than good.

Scaling the environment

What happens next, based on my personal experience deploying TS all over the
world is simple: users realize they can access pretty much any application using
the TS thing, no matter where they are, and still with almost ‘Office like’
performance. So they start asking for more applications and more users start
using the solution. Your one server TS solution must grow. So how do we do
this?
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Assuming all your applications coexist peacefully on the same TS all you need is
to have more TSs exactly like your first one. Just get new servers and install
them following the same steps you did for your first server. Of course this will
work well if you have a two or three server TS environment; if you are dealing
with ten, twenty or more servers your best alternative is to use an automated
deployment tool like Altiris or visionapp (some tools are available at no cost when
you purchase certain server brands and models — i.e. HP Blades). Regardless of
the size of your environment, make sure you have up-to-date documentation of
everything you do!

In case your applications conflict for some reason and cannot be installed on the
same TS, you will need to have separate server groups, often called ‘silos’, each
group with a different set of application.

Regardless of having a single or multiple silos, as you can see, it is just a matter
of having multiple servers, all configured exactly like the other ones within the
same silo. This leads us to the next topic. If you have multiple servers, how do
you point your users to the servers? What if one server is not available? That is
our next topic.

Load Balancing

With multiple servers available to your users, how do they know which server
they should connect to? Ideally you want to make this process as transparent as
possible to them. Something along the Ilines of “ust connect to
ts.ourcompany.com, no matter if you are here in the office or at home”. For this to
work you must implement something we call ‘Load Balancing'.

‘Load Balancing’ is the process used to spread the ‘load’ (your users’
connections) on your ‘resource pool’ (the TSs). There are several ways to do this
and we will not be covering them here in detail for one simple reason: | wrote a
two part article for MSTerminalServices.org called ‘Load Balancing Terminal
Services: all you wanted to know but were afraid to ask”; all you need to know is
there, explained and with all the PROs and CONSs for each alternative. Here you
have the links:

http://www.msterminalservices.org/articles/Load-Balancing-Terminal-Services-
Partl.html
http://www.msterminalservices.org/articles/Load-Balancing-Terminal-Services-
Part2.html

But as | do like my readers let's take a quick look at what you should look for
when trying to find a solution to load balance your TSs and the problems you
may experience.
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First of all, when users try to connect to your TSs, the best option would be to
have some intelligent mechanism that would determine the best TS available at
the moment based on how busy all your TSs are. This mechanism would also
determine if a TS is actually responding. This is what we call a ‘Resource Based
Load Balancing’ and we can easily see the benefits associated with it: users
always get the best performing TS (as they are never directed to a TS that is at
100% CPU for example) and if a TS is not available, they do not even know it. So
keep this term in mind when looking for a load balancing solution: ‘Resource
Based'.

The second thing you must address was taken care of at the beginning of this
guide. When users logon to a TS to run their applications, certain settings may
be initialized and saved for that particular user (i.e. his Microsoft Outlook mailbox
settings and preferences) on the TS he is connected to. But when the user logs
off and connects back later, he may now be on a different TS (assuming you
have a load balanced environment). In this case you want his/her settings to
‘follow’ him/her; regardless of the TS he/she is connected to. This is done by
using roaming profiles that we set at the beginning. So now you understand why
roaming profiles (or a profile solution that ‘follows’ the user) is required!

The final issue you must be aware is called ‘reconnection’. Let's say a user is
connected to a TS when all of a sudden his/her connection drops (i.e. his ISP
was down for a couple minutes). When he tries to reconnect, he expects to be
reconnected back to his existing session that was running on that particular TS
and not to get a new session running on a less busy TS. So your load balancing
mechanism must be intelligent enough to know at any time where each user has
his session so it can reconnect them in case the connection drops.

| must emphasize that each environment is different meaning that needs and
requirements are different as well. For some the old Microsoft Network Load
Balancing will suffice, even though it is not resource based and does not know
how to reconnect users; for others resource based load balancing and
reconnection capabilities are mandatory requirements. Determine what your
needs are, read the articles | mentioned and then find the best solution.

As of today, one of the most impressive and well-proven load balancing solutions
out there is 2X LoadBalancer. It is not only resource based, but it also knows
how to deal with reconnections, in case a user session gets dropped. This level
of functionality is usually found on hardware load balancers or other software
solutions costing thousands and thousands of dollars more. With many
customers running the 2X LoadBalancer worldwide, it is the most reliable and
accessible solution you will find.

Scalability
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By scalability | mean how to determine the number of users a server can handle
S0 in case you are adding more users to your TSs, you know before hand how
many TSs you may need to add.

There are several ways to determine this. Some will be cheap (meaning free)
while others may cost something (usually meaning extremely expensive). Again,
it is all about what you need and how much you are willing to spend.

The cheapest way is to use our old and well known Performance Monitor
(perfmon), installed out-of-the-box with any Windows Server out there. By simply
monitoring a server (and collecting all this data for further analysis) you will be
able to determine at which user load performance may become unacceptable
(yes, | know this is very subjective — some users, no matter what you give to
them, will always say everything is slow). For example, if you determine this
number to be 70 users, plan your environment to have a maximum of 80% of this
user number per server (in this example, 56 users) so in case one server goes
down for some reason (maintenance, network issue, etc) there is still room on
the remaining servers to handle the extra load required for the users that were
using the server that is not available anymore.

In case you prefer to simulate this load on your TSs to determine the ideal
number of users per box, you can use tools like ‘AutolT’ (freeware) or fancier
ones (i.e. LoadRunner, Citratest VU, EdgeSight for Load Testing, etc).

Bandwidth Considerations

| know | mentioned before the most asked question on the Internet related to
Terminal Services is printing.Right after printing, the second one on the list is
about bandwidth. Everyone wants to know how much bandwidth will be needed if
they have an X amount of users connected to a TS.

Honestly, there is no way to give you an answer for this question. It all depends
on the applications your users will be using, if they print like crazy, if they will be
listening to internet radio through your TSs and so on!

Although | cannot give you a number, | can tell you how to find out the number
you are looking for and also give you some ideas on what can be done to
improve the overall perceived performance your users will have when using your
TSs.

The first step is to determine how much bandwidth a typical user will need. To do
that you can use the same Performance Monitor mentioned above or some
sniffer (a tool that will capture all packets going through a network port and/or
device) like Wireshark (free!) while a typical user uses a separate TS for a day.
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This will show you the total bandwidth for the time he was connected and its
highs and lows.

To preserve the experience your users need when on the TS you should
consider a couple things: RDP, as any other protocol, needs bandwidth and the
less bandwidth you have, the slower things will move. Therefore, if you want to
guarantee a certain performance level for your users, you must have a way to
guarantee that RDP bandwidth will never go lower than a certain threshold. This
number could be the average bandwidth needed by a typical user that you
determined using perfmon or a sniffer as mentioned above. To achieve this you
will need network devices that can control how much bandwidth a protocol may
use. With such devices you can for example set the maximum amount web
browsing will use (HTTP/HTTPS) so it does not affect how much bandwidth RDP
has available. These devices can also guarantee a minimum number for each
protocol (and a maximum). If your TSs are sharing the same network link with
your mail servers, internet browsing, etc, it is clear to see why this becomes
important!

| am not saying that you will necessarily need to have traffic prioritization and/or
bandwidth controls in place.

Check your connections and how they are being used (wireshark for example
can show you the total amount of data used per protocol) before you blame
Terminal Services.

Enhancing the environment

Now that you have a TS environment up and running and with multiple servers
load balanced (I assume you got the 2X LoadBalancer), what else can we do to
enhance the overall end-user experience? Actually there are probably many
things that could be done but | will just list a few of them.

Seamless Windows

For those not familiar with this very common term in the TS world, this is very
easy to understand and as always, a picture is worth a thousand words! So let’s
take a quick look at the following screenshots.
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Fig. 66
Seamless Windows Application

Fig. 67
Non-seamless Windows Application

As you can see, in the first screenshot Microsoft Outlook seems to be running
‘locally’; there is no window frame around it. On the other hand, on the second
screenshot, Notepad is running but you can see the TS start button and task bar,
and the window frame (with the close, minimize and restore buttons on it) around
it. Not as ‘seamless’ as the first example where the application actually seems to
be running locally on my computer!

The ability to give individual applications to the users instead of a ‘Full desktop
window’ is called application publishing with seamless windows. The 2X
ApplicationServer product allows you to ‘publish’ individual applications that will
look and behave as if they were locally installed on the user PC. This is not only
much cleaner to the user (as they do not have ‘two taskbars’ anymore!) but a
much better way to introduce your users to the benefits of Server Based
Computing. All this at very little cost.
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Firewall Friendly Access

In many cases you may need to provide your users (or partners for that matter)
access to your TS infrastructure over the Internet and as we know, sometimes
these users/partners will be connecting from networks where you have little or no
control whatsoever. The typical end result of that is port TCP 3389 being
completely blocked and in more restricted places, only HTTP or HTTPS traffic
will be allowed. This means even if you change the TS listening port (yes, you
can do that) to something else like 21 (trying to trick the firewall that this may be
FTP traffic.) it will not work.

So what is the solution? Well the best way is to encapsulate (or tunnel) RDP
traffic over HTTPS. This basically establishes an HTTPS connection from the
client to the TS.

Good to know but what should | use? One of the first and now most mature
products in the market is the 2X LoadBalancer. It not only load balances your
TSs in an intelligent manner but also provides a complete RDP over HTTPS
solution for your clients! When used with the 2X ApplicationServer, users will be
able to access individual applications (‘published applications’) over HTTPS,
making the solution completely firewall friendly.
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Conclusion

You probably understand more about Terminal Services than when you started
reading!

One more time, all | wanted when writing this guide was to give people out there
a better understanding of Terminal Services (and Server Based Computing) in
general, showing its strengths and weaknesses but without getting into the
technical details and low level tweaks that you may need one day. This guide
was written with the TS beginner in mind, trying to give them the basics required
for a successful TS deployment. And | hope that is exactly what you got when
you finished reading this guide.

| would also like to thank Niko Makris at 2X Software Ltd.; Niko and his team are
the main reason why this guide became a reality, always encouraging me and
dealing with the inevitable delays that come with writing guides.

And in case you have comments, suggestions, rants, whatever about this guide,

feel free to contact me at any time. Just look for TSMVP on Experts-
Exchange.com.
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